ROZDZIAL Il — OPIS PRZEDMIOTU ZAMOWIENIA

Nazwa przedmiotu zamodwienia

Zapewnienie

subskrypcji,

wsparcia technicznego producenta dla posiadanego przez Zamawiajgcego

oprogramowania Microsoft lub oprogramowania réwnowaznego oraz zapewnienie subskrypcji, licencji i wsparcia

technicznego producenta w ramach prawa opcji.

Oznaczenie przedmiotu zamodwienia wg CPV:
48000000-8 Pakiety oprogramowania i systemy informatyczne

1.

Zapewnienie subskrypcji oraz wsparcia technicznego producenta dla posiadanego przez Zamawiajgcego
oprogramowania Microsoft lub oprogramowania réwnowaznego oraz zapewnienie subskrypcji, licencji i

wsparcia technicznego producenta w ramach prawa opcji, w tym:

1)

Zadanie nr 1 — Realizacja dostawy subskrypcji (dalej: ,Subskrypcji”) oraz wsparcia technicznego
producenta dla posiadanych licencji w formie Software Assurance (dalej: ,Wsparcie techniczne”),
aktywnych od dnia 01.06.2026 do dnia 31.05.2029 roku :

Tabela nr 1. Zapewnienie Subskrypcji
Sposéb Okres llos¢
L.p. P/N Nazwa produktu . p . k . . 0.
licencjonowania | obowigzywania uzytkownikow
M365 ES5 Unified Existing Customer .
1 AAD-33168 User per 1 mth | 36 mies. (3 lata) 1932
Sub Per User
M365 ES Unified Renewal Sub Per .
2 AAD-33177 User User per 1 mth | 36 mies. (3 lata 600
3 7LS-00002 Planner & Project P3 Sub Per User User per 1 mth | 36 mies. (3 lata) 133
N9U-00002 Visio P2 Sub Per User User per 1 mth | 36 mies. (3 lata) 35
Viva Employee Communications & .
4 ZPB-00001 N User per 1 mth | 36 mies. (3 lata) 1950
Communities Sub Per User
. Device per 1 .
5 V9B-00001 Teams Rooms Pro Sub Per Device mth 36 mies. (3 lata) 4
7 SEJ-00002 Power Apps Premium Sub Per User User per 1 mth | 36 mies. (3 lata) 10
Power Automate Process Sub Per .
8 8F5-00001 U User per 1 mth | 36 mies. (3 lata) 86
ser
Power Automate Premium Sub Per .
9 104-00001 User User per 1 mth | 36 mies. (3 lata) 16
. Device per 1 .
10 1NZ-00004 Defender Endpoint Server Sub mth 36 mies. (3 lata) 30
11 831-00001 Microsoft 365 Copilot User per 1 mth | 36 mies. (3 lata) 290
. . Consumption .
12 YFI-00001 Copilot Studio Sub (Messages) 36 mies. (3 lata) 11
per 1 mth
13 EP2-18774 D365 Contact Center Sub Per User User per 1 mth | 36 mies. (3 lata) 40
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Tabela nr 2. Zapewnienie Wsparcia technicznego

Sposob Okres L.
L.p. P/N Nazwa produktu i i X . . llosé
licencjonowania | obowigzywania
SQLSvrStdCore ALNG Core ALng SA
1 7NQ-00292 Il SA for 1 year 3 lata 20
Win Server Standard Core ALng SA
2 9EM-00270 oL SA for 1 year 3 lata 160
3 9EA-00278 Win Server DC Core ALng SA 2L SA for 1 year 3 lata 264
CIS Suite Datacenter Core ALng SA
4 9GS-00135 I SA for 1 year 3 lata 164
- CIS Suite Datacenter Core ALng SA
5 965-00130 & SA for 1 year 3 lata 12
16L
Win Remote Desktop Services CAL
6 6VC-01254 SA for 1 year 3 lata 464
ALng SA UCAL
7 MX3-00117 | Visual Studio Ent MSDN ALng SA SA for 1 year 3 lata 5
8 77D-00111 Visual Studio Pro MSDN ALng SA SA for 1 year 3 lata 1

2) Zadanie nr 2 — Realizacja dostaw Subskrypcji w ramach prawa opcji przez caty okres obowigzywania

Umowy, na potrzeby uzupetnienia licencji w ramach rozbudowy $rodowiska Zamawiajgcego (dalej:

»2Zamowienia w ramach prawa opcji”):

Tabela nr 3. Zapewnienie Subskrypcji w ramach prawa opcji
L.p. P/N Nazwa produktu Sposob licencjonowania
1 | AAD-33168 | M365 E5 Unified Existing Customer Sub Per User User per 1 mth
2 | AAD-33177 | M365 ES Unified Renewal Sub Per User User per 1 mth
3 | 7LS-00002 | Planner & Project P3 Sub Per User User per 1 mth
3 | N9U-00002 | Visio P2 Sub Per User User per 1 mth
4 | ZPB-00001 | Viva Employee Communications & Communities Sub Per User User per 1 mth
5 | V9B-00001 | Teams Rooms Pro Sub Per Device Device per 1 mth
7 | SEJ-00002 | Power Apps Premium Sub Per User User per 1 mth
8 | 8F5-00001 | Power Automate Process Sub Per User User per 1 mth
9 | 104-00001 | Power Automate Premium Sub Per User User per 1 mth
10 | 1INZ-00004 | Defender Endpoint Server Sub Device per 1 mth
11 | 831-00001 | Microsoft 365 Copilot User per 1 mth
12 | YFI-00001 | Copilot Studio Sub (Messages) Consumption per 1 mth
13 | EP2-18774 | D365 Contact Center Sub Per User User per 1 mth

Tabela nr 4. Zapewnienie Licencji wraz ze Wsparciem technicznym w ramach prawa opcji

L.p.

P/N

Nazwa produktu

Sposdb licencjonowania

7NQ-00302 | SQL Server Standard Core ALng LSA 2L

License + SA for 1 year

9EM-00562 | Win Server Standard Core ALng LSA 2L

License + SA for 1 year

License + SA for 1 year

1

2

3 9EA-00039 | Win Server DC Core ALng LSA 2L

4 9GS-00495 | CIS Suite Datacenter Core ALng LSA 2L

License + SA for 1 year
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5 9GS-00128 | CIS Suite Datacenter Core ALng LSA 16L License + SA for 1 year
6 6VC-01252 | Win Remote Desktop Services CAL ALng LSA UCAL License + SA for 1 year
7 MX3-00115 | Visual Studio Ent w/MSDN ALng LicSAPk License + SA for 1 year
8 77D-00158 | Visual Studio Pro w/MSDN ALng LicSAPk License + SA for 1 year

2. taczna wartos¢ dostaw Subskrypcji, Licencji oraz Wsparcia technicznego w ramach prawa opcji, okreslonych w
Zadaniu 2, nie moze przekroczy¢ 30% wartosci netto dostawy zrealizowanej przez Wykonawce zgodnie z
Zadaniem 1.

3. W ramach realizacji przedmiotu zamdwienia Wykonawca doprowadzi do zawarcia umowy Microsoft Enterprise
Agreement (dalej: ,umowy EA”) z terminem obowigzywania od 01.06.2026 do 31.05.2029 roku. Data
wygasniecia aktualnej umowy EA przypada na 31.05.2026 roku.

4. Oferowane produkty musza umozliwiaé ich petne wykorzystanie w zgodzie z warunkami licencjonowania
producenta oprogramowania Microsoft od 01 czerwca 2026 do 31 maja 2029 roku.

Il. Ogdlne warunki Swiadczenia przedmiotu zaméwienia

1.  Odbidr Przedmiotu Zamdwienia:
1.1. Podstawa do odebrania przez Zamawiajacego przedmiotu zaméwienia z Zadania nr 1 jest dostarczenie
na adres e-mail licencie@cyfra.gov.pl lub do siedziby Zamawiajgcego oswiadczenia producenta

oprogramowania, potwierdzajacego dostarczenie Subskrypcji i objecie Wsparciem technicznym,
zawierajacego co najmniej numer umowy z producentem, numer klienta, petng nazwe produktéw,
numery P/N produktéw, liczbe licencji oraz daty obowigzywania aktualnej ustugi Wsparcia technicznego,
a takze dodane ich do konta na Portalu dostepowym niezwtocznie po zawarciu Umowy, ale nie pdzniej
niz w terminie do drugiego dnia pierwszego petnego miesigca kalendarzowego nastepujacego po dniu
zawarcia umowy o udzielenie zamdwienia publicznego z Zamawiajgcym. Potwierdzeniem odbioru
przedmiotu zamdwienia z Zadania nr 1 bedzie protokét odbioru Zadania nr 1 (dalej zwany: ,,Protokét
odbioru Zadania 1 — Subskrypcje i Wsparcie”) podpisany obustronnie bez zastrzezen.

1.2. Podstawa do odebrania przez Zamawiajacego przedmiotu zaméwienia z Zadania nr 2 jest dostarczenie
na adres e-mail licencie@cyfra.gov.pl lub do siedziby Zamawiajgcego oswiadczenia producenta

oprogramowania, potwierdzajacego dostarczenie Subskrypcji lub bezterminowej licencji wraz ze
Wsparciem technicznym, zawierajacego co najmniej numer umowy z producentem, numer klienta,
petng nazwe produktéw, numery P/N produktéw, liczbe licencji oraz daty obowigzywania aktualnej
ustugi Wsparcia technicznego, a takze dodane ich do konta na Portalu dostepowym niezwtocznie, ale
nie pdzniej niz w terminie do drugiego dnia kalendarzowego miesigca nastepujgcego po ztozeniu
zamdéwienia przez Zamawiajgcego. Potwierdzeniem odbioru przedmiotu zamdwienia z Zadania nr 2
bedzie protokdt odbioru Zadania nr 2 (dalej zwany: ,,Protokét odbioru Zadania 2 —Zaméwienie w ramach
prawa opcji”) podpisany obustronnie bez zastrzezen.

2. Zamawiajacy wymaga, aby przedmiot zamdwienia byt $wiadczony przez Wykonawce, ktéry posiada status
partnerstwa przyznawany przez producenta oprogramowania Microsoft, nie nizszy niz License Solution
Providers (LSP), uprawniajgcy do dostawy licencji oprogramowania i Software Assurance licencji Microsoft w
ramach programow licencyjnych Microsoft Enterprise Agreement (EA).

3. Zamawiajacy wymaga dostawy rozwigzania w ramach polityki przewidzianej przez producenta
oprogramowania, dla jednostek realizujgcych zadania publiczne (Poziom ,D”);

4. Rozwigzanie objete przedmiotem zamdwienia bedg zgodne z warunkami okresSlonymi przez producenta
oprogramowania Microsoft w dokumentach ,Product Terms”;
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8.4.

8.5.

9.

Zamawiajacy zostanie uprawniony, w ramach dostarczonych produktéw, do pobierania poprawek, aktualizacji
i nowych wersji oprogramowania przez okres obowigzywania niniejszej Umowy, w sposéb nienaruszajacy praw
tworcédw i wiasciciela praw autorskich oraz nieograniczajagcy praw Zamawiajgcego do korzystania z tego
oprogramowania;

Zamawiajacy posiada nastepujgce aktywne umowy programowe Microsoft:

6.1. Enterprise Agreement (EA) — Enterprise 6 o nr E6930401 nr umowy rejestracyjnej 70566287 (aktywna
do dnia 31.05.2026 r.),

Jedynymi podmiotami uprawnionymi do korzystania z licencji s3 Centralny Osrodek Informatyki oraz
Ministerstwo Cyfryzacji.
Zasady udostepnienia licencji oraz Subskrypciji:

8.1. Przez pojecie ,Licencja” Zamawiajgcy rozumie prawo do legalnego korzystania z oprogramowania na
warunkach wskazanych przez producenta oprogramowania oraz na warunkach wskazanych w Umowie.

8.2. Licencje bezterminowe (poza Subskrypcja), zostang udzielone na czas nieoznaczony.

8.3. Licencje w ramach Subskrypcji, zostang udzielone na czas okreslony, zdefiniowany w OPZ lub
zamdwieniu prawa opcji.

Zarzgdzanie licencjami oprogramowania realizowane bedzie za posrednictwem dedykowanego do tego celu
portalu producenta oprogramowania zwanego dalej , Portalem”

Licencje zostang zarejestrowane na Centralny Osrodek Informatyki i przypisane do istniejgcego konta na adres
licencje@cyfra.gov.pl.

8.6. Za posrednictwem Portalu beda udostepniane dla oprogramowania:

8.6.1. aktualne wersje, wydania uzupetniajace, poprawki programistyczne, a takze nowe wydania
oprogramowania, bedgce kontynuacjg linii produktowej;

8.6.2. aktualizacje funkcjonalne i poprawki bezpieczeristwa,

8.6.3. pliki instalacyjne dla oprogramowania w aktualnej i poprzednio wydanych przez producenta
wersjach, niezwtocznie po ich udostepnieniu przez producenta oprogramowania,

8.6.4. klucze licencyjne do oprogramowania z mozliwoscig aktywacji zbiorczej.

8.6.5. dostep do zarzadzania funkcjami Wsparcia technicznego zgodnie z warunkami licencyjnymi
producenta — Microsoft Product Terms.

Zasady swiadczenia Wsparcia technicznego dla licencji oraz Subskrypcji:

9.1. Zapewnienie przez Wykonawce wsparcia w korzystaniu z oprogramowania, i obstuge zgtoszen
serwisowych zgtaszanych:

9.1.1. Catodobowo we wszystkie dni tygodnia (réwniez w dni ustawowo wolne od pracy), w formie
elektronicznej (poprzez internetowy serwis www),

9.1.2. Telefonicznie pod numerem wskazanym przez Wykonawce, w godzinach 9.00-17.00 w Dni
Robocze (dni od poniedziatku do piatku, poza dniami ustawowo wolnymi od pracy).

9.2. Przez ,Software Assurance (SA) Zamawiajacy rozumie Prawo do aktualizacji, ktére daje mu mozliwosé
instalacji kazdej nowej wersji oprogramowania objetego prawem do aktualizacji o ile wersja ta zostanie
udostepniona produkcyjnie przez producenta oprogramowania do dnia 31 maja 2029 r. oraz prawo do
pozostatych benefitéw wynikajacych z SA.

9.3. Licencjonowanie oprogramowania musi gwarantowa¢ prawo instalacji najnowszej wersji
oprogramowania klienckiego, bedgcego przedmiotem zamdwienia, dostepnej w trakcie trwania umowy.

9.4. Oferowane pakiety subskrypcji ustug hostowanych w chmurze publicznej producenta Microsoft muszg
zapewnia¢ posiadanie powszechnie uznanych i rozpowszechnionych standardéow i norm
potwierdzonych aktualnymi wynikami niezaleznych audytéw, oraz list kontrolnych w szczegélnosci:

9.4.1. PN-ISO/IEC:
9.4.1.1. 27001,
9.4.1.2.27017,
9.4.1.3. 27018,
9.4.1.4.20000-1:2011,
9.4.1.5. 22301,
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9.4.2. SOC1,S0C2,S0C3,
9.4.3. Open Authentication Standard — OAuth, (dopuszczalny status — w trakcie odnowienia

certyfikacji).

9.4.4. CIS Benchmark.
9.5. Zgodnos¢ algorytméw zabezpieczajgcych dane ustug platformy hostowanej producenta Microsoft z FIPS 140.
9.6. Oferowane pakiety subskrypcji powszechnie dostepnych, standardowych ustug musza zapewnia¢ lub

umozliwiaé zapewnienie:

Dostepnos¢ ustug na poziomie 99,9% (lub wyzszym),

Dostepnos¢ mechanizmow petnej rozliczalnosci dziatan uzytkownikéw w ustugach.

Dostepnos¢ na zadanie wynikéw aktualnych audytéw, w tym audytow bezpieczenistwa, dla ustug i
centréw przetwarzania danych oferujacych te ustugi i audytéw zwigzanych z certyfikatami 1SO
posiadanymi przez producenta rozwigzania.

Mozliwos¢ automatycznej, niewptywajacej na ciggtos¢ pracy systemoéw instalacji poprawek dla
wybranych sktadnikéw pakietéw ustug,

Dostepnos¢ mechanizmédw monitorowania zachowan uzytkownikéw ustugi oraz préb dostepu do
przetwarzanych/sktadowanych w ustudze danych Zamawiajacego,

Mozliwos¢ niezaprzeczalnego uwierzytelnienia na bazie ustugi zarzadzania tozsamoscia bedacej
sktadowg pakietéw ustug oferowanych przez producenta Microsoft.

Mozliwos¢ realizacji bezpiecznego uwierzytelnienia za pomocg modelu pojedynczego logowania
(single sign-on) na bazie wtasnej ustugi katalogowej Active Directory.

Dostepnos¢ mechanizmu uwierzytelnienia wielosktadnikowego.

Dostepnos¢ logéw informujgcych o wszystkich zdarzeniach uwierzytelnienia do ustug i danych
Zamawiajacego, zakoriczonych powodzeniem lub niepowodzeniem oraz préb uwierzytelnienia przy
pomocy tozsamosci bedgcych na listach ,wykradzione”.

Dostepnos¢ raportdw odnosnie logéw z urzadzen potencjalnie zainfekowanych, z sieci botnetowych.
Mozliwos¢ zestawienia bezpiecznego (szyfrowanego) potaczenia z lokalng infrastruktura sprzetowa,
pozwalajgcego na zachowanie jednolitej adresacji IP (rozwigzanie VPN).

Mozliwos¢ zestawienia (za dodatkowa optatg) dedykowanego pofaczenia pomiedzy lokalng
infrastruktura sprzetowa Zamawiajgcego, a Centrami przetwarzania Microsoft,

Mozliwos¢ korzystania w ramach pakietéw ustug Microsoft z dedykowanych urzgdzen typu HSM
zgodnych z FIPS 140-2 poziomu 3.

Wbudowane w platforme producenta Microsoft mechanizmy zabezpieczajace przez atakami DDoS,
Mozliwos¢ zastrzezenia miejsca uruchomienia ustug i sktadowania danych w ustudze do terytorium
krajéw Europejskiego Obszaru Gospodarczego (EOG).

Mozliwos$¢ korzystania z przynajmniej dwdch réwnorzednych centréw przetwarzania danych
producenta Microsoft, sktadajgcych sie z przynajmniej trzech redundantnych osrodkdéw
przetwarzania i potozonych na obszarze EOG.

Dostepnos¢ zapiséw umownych Microsoft zawierajacych tzw. Klauzule Umowne opublikowane
przez Komisje Europejska w zakresie ochrony danych osobowych,

Zobowigzania umowne Microsoft potwierdzajgce zgodno$¢ z rozporzadzeniem RODO i
potwierdzajace role pproducenta rozwigzania jako przetwarzajacego dane,

Zobowigzanie umowne o pozostawieniu catkowitej wiasnosci przetwarzanych/sktadowanych w
ustudze danych po stronie Zamawiajacego,

Gwarancje usuniecia danych Zamawiajacego z ustug i centréw przetwarzania producenta rozwigzania,
niezwlocznie po zakonczeniu umowy.

Gwarancje braku dostepu do danych Zamawiajgcego przez Microsoft, z wytaczeniem dziatan
serwisowych i wykonywanych wytgcznie przez uprawnione osoby z organizacji producenta
rozwigzania.

10. Obowigzki Koordynatora Umowy ze strony Wykonawcy
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W ramach umowy Wykonawca jest zobowigzany do wskazania pracownika wystepujgcego w roli Koordynatora

Umowy odpowiedzialnego za:

10.1.0bstuge spraw organizacyjnych oraz formalnych umowy,

10.2.przyjecie i realizacje zamdéwien Zamawiajacego w ramach prawa opcji,

10.3.przekazywanie aktualizacji cennikéow produktéw i ustug Microsoft oraz informacji ozmianach w
warunkach licencjonowania do uzywania oprogramowania i ustug zgodnie z umowa EA,

10.4.prowadzenie dla Zamawiajgcego serwisu telefonicznego, przeznaczonego do udzielania pomocy z
zakresu licencjonowania produktéw Microsoft, dostepnego w Dni Robocze w godzinach 8:00-16:00,
udzielajgcego pomocy w jezyku polskim,

10.5.wsparcia w zakresie obstugi oraz rozwigzywania problemdéw w ramach Portalu,

10.6.informowania Zamawiajgcego o mozliwosciach korzystania z bazy wiedzy i serwisdw informacyjnych
Microsoft przez pracownikédw Zamawiajgcego oraz sposobach zarzgdzania uprawnieniami,

11. Zasady obstugi Zaméwien w ramach prawa opgji :

11.1. Wykonawca zamédwienia udziela Zamawiajagcemu gwarancji cen dla Zamdéwien w ramach prawa opcji.

11.2. W ramach Umowy z Wykonawcg Zamawiajgcy moze w miare potrzeb sukcesywnie dokonywacé zakupow
produktéw Microsoft zgodnie 2z zasadami licencjonowania okreslonymi przez producenta
oprogramowania.

11.3. Wykonawca zobowigzany jest do zapewnienia Zamawiajagcemu dostepu do odpowiednich wersji
instalacyjnych i aktualizacji dla oprogramowania oraz kluczy aktywacyjnych.

11.4. Skorzystanie z prawa opcji jest uprawnieniem Zamawiajgcego. Zamawiajacy nie zobowigzuje sie w zaden
sposdb do skorzystania z prawa opcji. Nieskorzystanie przez Zamawiajgcego w catosci lub w czesci z tego
prawa nie rodzi po stronie Wykonawcy jakichkolwiek roszczen w stosunku do Zamawiajgcego.

lll. Opis rozwigzania rownowaznego

1.

W przypadku zaoferowania rozwigzania réwnowaznego, na Wykonawcy spoczywa obowigzek wykazania
jego rownowaznosci, w sposdb umozliwiajagcy Zamawiajgcemu weryfikacje spetniania przez
oprogramowanie réwnowazne poszczegdlnych parametréw réwnowaznosci.

W przypadku oferowania rozwigzania réwnowaznego, wykonawca zobowigzany jest wykazaé, ze
oferowane przez niego rozwigzanie rownowazne spetnia wymagania okreslone przez Zamawiajacego,
zataczajgc do oferty dowody potwierdzajace, ze rozwigzanie réwnowazne spetnia wszystkie parametry
rownowaznosci. Dowody powinny zawiera¢ informacje umozliwiajgce Zamawiajgcemu weryfikacje
spetniania przez rozwigzanie rownowazne poszczegdlnych parametréow réwnowaznosci.

Zastosowanie rozwigzania réwnowaznego nie moze wymagaé zadnych naktadéw po stronie
Zamawiajgcego, celem dostosowania do niego aktualnie posiadanej przez Zamawiajgcego infrastruktury ani
w warstwie fizycznej ani w warstwie oprogramowania.

W przypadku, gdy zaoferowane przez Wykonawce oprogramowanie réwnowazne nie bedzie poprawnie
wspétpracowaé z oprogramowaniem lub sprzetem Zamawiajgcego lub spowoduje zaktécenia w
funkcjonowaniu infrastruktury u Zamawiajgcego, Wykonawca podejmie na wiasny koszt wszelkie
niezbedne dziatania celem przywrdcenia sprawnego dziatania infrastruktury, w tym dokona ewentualnych
niezbednych modyfikacji po odinstalowaniu oprogramowania.

Zamawiajacy wskazuje nastepujgce parametry réwnowaznosci:

5.1. OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA

OPROGRAMOWANIA ROWNOWAZNEGO DO PAKIETU MICROSOFT 365 E5
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5.1.1.

Funkcjonalno$¢ réwnowazna do systemu operacyjnego Windows 10 / 11 Professional /
Enterprise

Oprogramowanie musi zapewniac¢ nastepujgce funkcjonalnosci poprzez wbudowane mechanizmy:

5.1.2.

Interfejs graficzny uzytkownika pozwalajacy na obstuge klasyczna (klawiatura i mysz) oraz
dotykowaq na urzgdzeniach typu tablet lub monitorach dotykowych.
Interfejsy uzytkownika dostepne w wielu jezykach do wyboru w czasie instalacji — w tym polskim i
angielskim.
Zlokalizowane w jezyku polskim elementy: menu, odtwarzacz multimedidw, klient poczty
elektronicznej z kalendarzem spotkan, pomoc, komunikaty systemowe.
Whbudowany system pomocy oraz graficzne Srodowisko instalacji i konfiguracji dostepne w jezyku
polskim.
Mozliwos¢ dokonywania bezptatnych aktualizacji i poprawek poprzez Internet, mechanizmem
producenta sprawdzajgcym zapotrzebowanie na poprawki, oraz poprzez mechanizm zarzgdzany
przez administratora Zamawiajacego.
Dostepnos¢ bezptatnych biuletyndw bezpieczenstwa zwigzanych z dziataniem systemu.
Whbudowana zapora internetowa (firewall) z konsolg do zarzgdzania regutami IPv4 i IPv6 oraz
wbudowane mechanizmy ochrony antywirusowej i przeciw ztosliwemu oprogramowaniu z
bezptatnymi aktualizacjami.
Wsparcie dla powszechnie uzywanych urzadzen peryferyjnych (drukarek, USB, Plug&Play, Wi-Fi)
oraz automatyczna zmiana domysinej drukarki w zaleznosci od sieci.
Zarzgdzanie stacjg robocza poprzez polityki grupowe (definiowalne zestawy regut dla systemu i
aplikacji).
Mozliwos¢ zdalnej automatycznej instalacji, konfiguracji, administrowania oraz aktualizowania
systemu poprzez polityki grupowe.
Zabezpieczony hastem hierarchiczny dostep do systemu, zdalne zarzgdzanie kontami i profilami
uzytkownikdéw; praca w trybie ochrony kont (UAC).
Zintegrowany modut wyszukiwania informacji (plikéw, tekstdw, metadanych) z pozioméw menu i
okna systemu, oparty na konfigurowalnym module indeksacji zasobdw lokalnych.
Wsparcie dla standardu NFC (Near Field Communication) oraz modut synchronizacji z urzadzeniami
zewnetrznymi.
Mozliwos¢ przystosowania stanowiska dla oséb niepetnosprawnych (np. stabo widzacych).
Wsparcie dla IPSEC oparte na politykach oraz automatyczne wystawianie i uzywanie certyfikatéw
PKI X.509.
Mechanizmy uwierzytelniania w oparciu o: login i hasto, karty z certyfikatami (smartcard),
wirtualne karty (TPM) oraz wirtualng tozsamos¢ uzytkownika (PIN/biometria) zgodng ze
specyfikacja FIDO (mapowanie klucza prywatnego w module TPM).
Wsparcie dla uwierzytelniania wielosktadnikowego (MFA), Kerberos v.5 oraz algorytmdw Suite B
(RFC 4869).
Mechanizm ograniczajacy uruchamianie aplikacji tylko do podpisanych cyfrowo (zgodnie z polityka
organizacji) oraz tworzenie list biatych/czarnych aplikacji (blokowanie wg wydawcy, nazwy, wersji).
Izolacja mechanizmdéw bezpieczenstwa w dedykowanym srodowisku wirtualnym.
Mozliwos¢ zarzadzania narzedziami zgodnymi ze specyfikacja OMA Device Management (DM)
protocol 2.0.
Whbudowane narzedzia do kopii zapasowych polityk, ich odtwarzania oraz generowania raportéw.
Wsparcie dla $Srodowisk Java, .NET Framework 4.x, JScript i VBScript.
Zdalna pomoc i wspdétdzielenie aplikacji (zdalne przejecie sesji uzytkownika).
Mechanizm dostosowania konfiguracji dla wielu uzytkownikéw bez obrazu instalacyjnego
(provisioning) oraz rozwigzanie do budowania obrazu systemu inicjowanego przez siec.
Transakcyjny system plikdw z obstugg przydziatédw (quota) i wysoka niezawodnoscia.
Oprogramowanie Backup z automatycznym przywracaniem wersji wczesniejszej plikdw i obrazu
plikéw systemowych.
Mozliwos¢ blokowania urzadzen peryferyjnych za pomoca polityk (wg numeréw identyfikacyjnych
sprzetu).
Bezpieczny, transparentny dostep do zasobdw firmy bez VPN (DirectAccess lub réwnowazny)
zabezpieczony przez IPSEC.

Funkcjonalnosé rownowazna do pakietu biurowego Microsoft Office 365 E5
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Pakiet musi zapewniaé dostepnos$¢ wersji 32 i 64-bit oraz prawo do instalacji na min. 5 urzadzeniach
PC/Mac i 5 mobilnych.
e Wymagania wspdlne i interfejs:
o Petna polska wersja jezykowa z opcjq przetaczania na angielski.
o Integracja SSO z Active Directory — automatyczne rozpoznawanie uzytkownika bez ponownego
logowania.
o Mozliwos¢ aktywacji poprzez ustugi katalogowe (AD).
Narzedzia do migracji i badania zgodnosci z dokumentami Microsoft Office.
o Tworzenie dokumentéw w formacie XML zgodnie z Krajowymi Ramami Interoperacyjnosci
(Dz.U. 2012, poz. 526) ze wsparciem dla podpisu XAdES.
o Obstuga metadanych, automatyzacja pracy (jezyk makropoleceri/skryptowy) oraz petna
dokumentacja w j. polskim.
e  Edytor tekstow:
Obstuga jezyka polskiego i angielskiego (pisownia, gramatyka, autokorekta, tezaurus).
Wstawianie tabel, obiektédw, wykreséw z arkusza (w tym przestawnych).
Automatyczne spisy tresci, numerowanie rozdziatéw, nagtéwki/stopki.
Sledzenie zmian, poréwnywanie dokumentéw, zapamietywanie miejsca edycji.
Korespondencja seryjna, zapis do pliku .pdf, zabezpieczanie hastem.
Praca grupowa w czasie rzeczywistym z wersjonowaniem dokumentdw.
e Arkusz kalkulacyjny:
Tworzenie wykreséw trendu, prognoz, raportéw tabel przestawnych.
Obstuga formut matematycznych, logicznych, finansowych i statystycznych.
Pobieranie danych z ODBC, XML, WebService oraz obstuga kostek OLAP.
Formatowanie warunkowe, inteligentne uzupetnianie kolumn.
Petna zgodnos¢ z makrami i funkcjami specjalnymi plikow .xIsx i .xIsm.
e  Prezentacje i Materiaty informacyjne:
o Tryb prezentera (notatki na jednym ekranie, slajdy na drugim).
o Nagrywanie narracji, animacje, osadzanie wideo/audio.
o Eksport do PDF.
e  Bazy danych (Lokalne):
o Definiowanie tabel, relacji, formularzy i raportéw.
o Pofaczenia z ODBC, XML i arkuszami kalkulacyjnymi.
e  Zarzadzanie informacjg prywatna (Poczta/Kalendarz):
o Integracja MFA i AD, obstuga MAPI poprzez HTTP.
o Filtrowanie SPAM, reguty automatyczne.
o  Wspdtdzielenie kalendarzy, zadar i kontaktéw w ramach organizacji.
e  Analityka biznesowa (klasa Power BI Pro):
o Pobieranie danych z min.: SQL Server, Oracle, SAP Hana, Azure SQL, JSON, Google Analytics,
Salesforce.
5.1.3. Funkcjonalno$¢ rownowazna do portalu on-line i ustug chmurowych
e Publikacja tresci na witrynach wewnetrznych, zarzadzanie strukturg WWW, fora dyskusyjne.
e Spersonalizowane witryny zespotéw z uprawnieniami z AD.
e  Wersjonowanie dokumentow, repozytoria wzoréw, wspdlna praca nad plikami.
Zgodnos$¢ z WCAG 2.0 oraz optymalizacja dla urzgdzen mobilnych.
Wsparcie dla projektowania: ASP.NET, Java, PHP, C#.
Low-Code: Tworzenie przeptywdw pracy (workflow) i aplikacji biznesowych bez kodowania.
Bezpieczenstwo E5: Szyfrowanie Customer Key, zasady DLP (ochrona przed wyciekiem),
eDiscovery, szyfrowanie wiadomosci i spotkan.
e Emisja spotkan (webinary) dla min. 10 000 uczestnikéw w przegladarce.

O

O 0 O 0 O O

O O O O O

5.2. OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO PLANNER & PROJECT P3
Oprogramowanie dostarczane w modelu subskrypcyjnym na uzytkownika musi zapewniac zintegrowane
Srodowisko do profesjonalnego zarzgdzania projektami oraz zwinnego zarzadzania zadaniami, spetniajgc
ponizsze wymagania:
5.2.1. Architektura Systemu i Dostepnosc:
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e Petna polska i angielska wersja jezykowa interfejsu (mozliwosé dynamicznej zmiany przez
uzytkownika w dowolnym momencie).
e Dostepnos$é w modelu SaaS (Software as a Service) poprzez przegladarki: Edge, Chrome, Firefox,
Safari w aktualnych wersjach.
e Dedykowane, natywne aplikacje mobilne na systemy iOS oraz Android, zapewniajgce petng
synchronizacje danych w czasie rzeczywistym oraz dostep do powiadomien push.
e Integracja z ustugg katalogowa (Active Directory / Entra ID) w zakresie Single Sign-On (SSO) oraz
automatycznego pobierania zdjeé, stanowisk i danych kontaktowych uzytkownikdw.
e Mozliwosc instalacji petnej wersji stacjonarnej aplikacji (klienta desktopowego) na urzadzeniach PC
uzytkownika, umozliwiajacej prace w trybie offline z péZniejsza synchronizacja.
5.2.2. Zarzadzanie Inicjatywami i Logika Projektowa:
e Implementacja przyjetych w skali organizacji procedur zarzadzania projektami (planowanie,
Sledzenie, obcigzenie zasobdw, kontrola kosztéw).
e Definiowanie inicjatyw projektowych (zgdan) i ich automatyczne przeksztatcanie w projekty przy
wykorzystaniu zindywidualizowanych szablondw.
e  Obstuga petnej logiki harmonogramu: struktura hierarchiczna zadan (WBS) oraz zaleznosci typu:
ZR, RR, ZZ, RZ.
e  Petna, dwukierunkowa kompatybilno$¢ z formatem plikdw .mpp (odczyt i zapis bez utraty
metadanych).
5.2.3. Zarzadzanie Zadaniami Zespotowymi (Agile/Kanban):
e Organizacja pracy w oparciu o tablice wizualne z podziatem na kolumny (buckets).
e Funkcjonalnos¢ kart zadan: listy kontrolne, zataczniki z podgladem na karcie, kolorowe etykiety
oraz kontekstowe komentarze.
e Wspdtdziatanie z kalendarzami systemu Exchange w zakresie przeptywu informacji o zadaniach.
5.2.4. Repozytorium, Analityka i Raportowanie:
e  Zapewnienie Centralnego Repozytorium Projektéw do bezpiecznego przechowywania
dokumentacji i danych projektowych.
e  Wykorzystanie otwartego standardu OData do wyszukiwania i zaawansowanej analizy danych (np.
w narzedziach klasy BI).
e Zintegrowane widoki analityczne (Charts) prezentujgce w czasie rzeczywistym status zadan,
priorytety oraz obcigzenie cztonkdéw zespotu w formie wykreséw kotowych i stupkowych.
e  Mozliwos¢ definiowania i wizualizacji przeptywu pracy (workflow) przy pomocy oprogramowania
klasy Visio.
5.2.5. Bezpieczenstwo i Administracja:
e  Mozliwos¢ wykorzystania profili uzytkownikéw lub ich grup z ustugi katalogowej przy udzielaniu
uprawnien dostepu.
e  Kontrola zmian pdl opisujgcych projekt — funkcjonalno$¢ pozwalajaca na ograniczenie uprawnien
do edycji wybranych pdl wytacznie dla administratora.
e Mozliwos¢ delegowania uprawnien do projektu oraz dynamiczna zmiana wiasciciela projektu.
e Eksport danych do arkusza kalkulacyjnego (.xIsx) w celach archiwizacyjnych.

5.3.0PIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO VISIO PLAN 2
Oprogramowanie dostarczane w modelu subskrypcyjnym na uzytkownika musi zapewniaé zaawansowane
narzedzia do graficznego modelowania wektorowego i spetniaé nastepujgce wymagania:
5.3.1.  Architektura i centralne zarzadzanie
e Petna polska i angielska wersja jezykowa interfejsu (mozliwos¢ dynamicznej zmiany przez
uzytkownika w dowolnym momencie).
e Mozliwosc instalacji petnej wersji stacjonarnej aplikacji (klienta desktopowego) na urzadzeniach PC
uzytkownika, umozliwiajacej prace w trybie offline z pdZniejsza synchronizacja.
e Integracja z ustuga katalogowg (Active Directory / Entra ID) w zakresie Single Sign-On (SSO).
e Mozliwos¢ otwierania i przegladania rysunkdw przy uzyciu bezptatnie dostepnego narzedzia (np.
przegladarki internetowej lub dedykowanego viewera).
e  Petna zgodnosé z interfejsem dotykowym systemu Windows (obstuga gestéw, rysowania
piérem/palcem).
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5.3.2.

5.3.4.

5.3.5.

Mozliwos¢ pracy kilku oséb na jednym diagramie w tym samym czasie (wspottworzenie w czasie
rzeczywistym).

Standardy, Formaty i Kompatybilnos¢:

Zapis danych w natywnej postaci plikdw XML (np. format .vsdx).

Petna zgodnos¢ z miedzynarodowymi standardami modelowania: Unified Modeling Language
(UML) 2.4 i nowsze,

Business Process Model and Notation (BPMN) 2.0.

Mozliwos¢ importu i eksportu danych do formatow plikdw zgodnych z AutoCAD (obstuga
formatdéw .dwg oraz .dxf).

Mozliwos¢ publikacji i integracji przeptywow pracy (workflows) dla platformy SharePoint.
Praca z danymi i Inteligentne Diagramy:

Mozliwos¢ graficznego obrazowania i analizowania danych pobieranych z zewnetrznych Zrédet:
plikéw .xIs, .xIsx, baz danych dostepnych przez ODBC oraz ustug chmurowych.

Mozliwos¢ budowy diagramdéw przestawnych, stanowigcych kolekcje ksztattéw
uporzadkowanych w strukture drzewa (analiza danych od wezta najwyzszego poziomu do weztéw
podrzednych).

Potgczenie diagramdw z danymi (Data Linking) umozliwiajgce identyfikowanie trenddéw i
problemdw poprzez graficzne odzwierciedlenie wartosci z tabel (np. za pomocg ikon stanu,
koloréw lub paskéw danych).

Automatyczne modyfikowanie raportéw i wizualizacji w miare zmian danych w Zrédtach
zewnetrznych.

Narzedzia Edycyjne i Biblioteki Ksztattow:

Udostepnianie gotowych ksztattdw (shapes) opisanych metadanymi oraz petna mozliwosé
kreowania, edycji i modyfikacji ksztattow przez uzytkownika.

Mozliwos¢ zmiany typu ksztattu przy zachowaniu przypisanych do niego metadanych oraz
spdjnosci catego diagramu.

Funkcja autotfgczenia: automatyczne tgczenie ksztattéw, réwnomierne rozmieszczanie i
wyréwnywanie do siatki. Przenoszenie potgczonych ksztattéow nie moze powodowac ich
roztgczenia (dynamiczne wytyczanie nowej trasy tacznika).

Udostepnianie kreatoréw budowy diagraméw przyspieszajgcych proces modelowania.
Szablony i Raportowanie:

Udostepnianie gotowych szablondw graficznego modelowania wektorowego dla: proceséw
biznesowych i obiegu informacji, schematéw organizacyjnych (z mozliwoscig importu z AD),
diagraméw sieciowych i mapowania infrastruktury IT, harmonograméw, obszaréw budowy i
optymalizacji systemow.

Generowanie graficznych raportéw o projektach: wizualizacja zadan, wtascicieli, rél (np. macierz
RACI) i obowigzkéw oraz ztozonych struktur wtasnosciowych.

5.4.0PIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO VIVA EMPLOYEE COMMUNICATIONS & COMMUNITIES
Oprogramowanie dostarczane w modelu subskrypcyjnym na uzytkownika musi zapewniaé zintegrowane
Srodowisko do komunikacji wewnetrznej, budowania zaangazowania oraz zarzgdzania wiedza, spetniajac
nastepujace wymagania:

5.4.1.

5.4.3.

Zintegrowany Portal Informacyjny (Intranet):

Mozliwos¢ osadzenia petnej funkcjonalnosci portalu intranetowego bezposrednio wewnatrz
uzywanego w organizacji komunikatora.

Zapewnienie spersonalizowanego strumienia wiadomosci (Feed), ktdéry agreguje informacje z
roznych zrédet w organizacji na podstawie roli i uprawnien uzytkownika.

Dostep do interaktywnego pulpitu nawigacyjnego (Dashboard) z kartami umozliwiajgcymi szybki
dostep do narzedzi HR, systemdw wsparcia IT oraz innych aplikacji biznesowych.

Zarzadzanie Spotecznosciami i Dialogiem:

Mozliwos¢ tworzenia otwartych i zamknietych spotecznosci tematycznych, wspierajgcych
wymiane wiedzy i wspotprace pozioma.

Funkcjonalnos¢ prowadzenia dyskusji, publikowania postdw wideo oraz organizacji sesji pytan i
odpowiedzi (Q&A) z mozliwoscig oznaczania najlepszych rozwigzan.

Centralne Zarzadzanie Kampaniami Komunikacyjnymi:
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e Narzedzie umozliwiajgce tworzenie i publikowanie komunikatdw jednoczesnie w wielu kanatach
(poczta e-mail, komunikator, portal intranetowy) z jednego panelu administracyjnego.

e Obstuga procesu zatwierdzania tresci (workflow) przed publikacjg przez uprawnione osoby (np.
dziat komunikacji lub HR).

e  Zaawansowana analityka pozwalajaca na mierzenie zasiegu i zaangazowania pracownikow
(wskazZniki otwar¢, interakcji) w rozbiciu na poszczegdlne kanaty dystrybucji.

5.4.4. Dostepnosc i Bezpieczerstwo:

e Petna dostepnosé poprzez przegladarki internetowe oraz natywne aplikacje mobilne
(i0S/Android) z obstuga powiadomier push.

e Wykorzystanie ustugi katalogowej (Active Directory / Entra ID) do precyzyjnego kierowania tresci
do wybranych grup odbiorcéw.

e Przechowywanie danych w sposdb bezpieczny, zgodny z politykg ochrony danych osobowych
organizacji.

5.5.0PIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO TEAMS ROOMS PRO
Oprogramowanie dostarczane w modelu subskrypcyjnym na urzadzenie musi zapewniaé¢ kompleksowe
zarzadzanie systemami sal konferencyjnych oraz zaawansowane funkcje hybrydowych spotkan, spetniajac
ponizsze wymagania:
5.5.1. Architektura i Centralne Zarzadzanie:

e Petfna polska i angielska wersja jezykowa interfejsu uzytkownika (z mozliwoscig dynamicznej
zmiany).

e  Centralne zarzadzanie i monitorowanie stanu urzadzen wideo (system operacyjny, aplikacja,
urzgdzenia peryferyjne) z poziomu dedykowanego portalu administracyjnego.

e Petnaintegracja z ustugg katalogowa (Active Directory / Entra ID) w zakresie uwierzytelniania
kont zasobdw oraz Single Sign-On (SSO).

e System musi umozliwia¢ zdalng konfiguracje, zbieranie logéw diagnostycznych oraz
inwentaryzacje sprzetu zainstalowanego w salach.

e Mozliwos$¢ automatycznej, bezobstugowej instalacji aktualizacji oprogramowania i poprawek
bezpieczenstwa.

5.5.2. Funkcjonalno$¢:

e  Obstuga dotgczania do zaplanowanych spotkan "jednym dotknieciem" (One Touch Join)
bezposrednio z panelu dotykowego w sali.

e Wsparcie dla funkcji inteligentnego wideo: automatyczne kadrowanie grupy uczestnikéw,
$ledzenie osoby méwigcej (active speaker tracking) oraz optymalizacja widoku dla uczestnikéw
zdalnych (np. widok typu Front Row).

e Mozliwos¢ obstugi konfiguracji wieloekranowych (jednoczesne wyswietlanie galerii uczestnikow
oraz prezentowanych tresci na osobnych monitorach).

e Interoperacyjnosc (Direct Guest Join): mozliwo$¢ dotgczania z poziomu systemu sali do spotkan
organizowanych na innych platformach (np. Zoom, Webex) bez koniecznosci zmiany licencji.

e Obstuga interaktywnej wspdtpracy: mozliwos¢ korzystania z tablicy cyfrowej oraz wyswietlania
zawartosci udostepnianej przez uzytkownikéw w czasie rzeczywistym.

5.5.3. Bezpieczenstwo i Standardy Ustugi:

e  Zapewnienie przetwarzania i sktadowania danych (logi, metadane, dane konfiguracyjne) na
terytorium krajéw Europejskiego Obszaru Gospodarczego (EOG).

e System musi zapewnia¢ szyfrowanie przesytanych danych w standardzie TLS oraz wsparcie dla
uwierzytelniania wielosktadnikowego (MFA) dla kont administracyjnych.

e 7godnos¢ z miedzynarodowymi standardami bezpieczenstwa informacji (ISO/IEC 27001) oraz
ochrony danych osobowych (RODO/GDPR).

5.5.4. Raportowanie i Diagnostyka:

e Dostep do zaawansowanych raportéw dotyczgcych wykorzystania sal, jakosci potgczen oraz
statystyk aktywnosci.

e Mozliwos¢ definiowania alertéw o usterkach (np. odtgczenie kamery, mikrofonu lub monitora)
wysytanych automatycznie do administratoréw IT.
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5.6. OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO POWER APPS PREMIUM
Oprogramowanie dostarczane w modelu subskrypcyjnym na uzytkownika musi umozliwiaé budowe i
eksploatacje zaawansowanych aplikacji biznesowych, spetniajac ponizsze wymagania:
5.6.1. Mozliwosci projektowe i logika:

e Mozliwos¢ projektowania, wdrazania i uruchamiania nieograniczonej liczby aplikacji biznesowych
przez licencjonowanego uzytkownika w modelu low-code/no-code.

e  (Obstuga zaawansowanej logiki biznesowej, regut biznesowych oraz przeptywoéw pracy (workflow)
zintegrowanych z aplikacjami.

e Dostep do petnej biblioteki konektoréw standardowych oraz konektoréw klasy Premium (np. do
baz SQL Server, Oracle, SAP, Salesforce, serwisdw Azure), a takze mozliwos¢ tworzenia wtasnych
konektoréow niestandardowych (Custom Connectors).

5.6.2. Repozytorium i Zarzadzanie Danymi:

e Whbudowane, relacyjne repozytorium danych klasy Enterprise (np. Dataverse lub réwnowazne),
zapewniajace skalowalnos¢ i bezpieczeristwo danych.

e Mozliwos$¢ tworzenia i zarzadzania ztozonymi modelami danych (tabele, pola obliczeniowe,
klucze alternatywne).

5.6.3. IntegracjaiAl:

e Petnaintegracja z ustugg katalogowa (Active Directory / Entra ID) w zakresie uwierzytelniania
(SS0).

e Whbudowane narzedzia do wykorzystania sztucznej inteligencji (Al Builder) umozliwiajace:
rozpoznawanie tekstu (OCR), przetwarzanie formularzy, analize nastrojéw, predykcje oraz
tworzenie modeli obiektéw.

e Bezposrednia integracja z ekosystemem biurowym (poczta e-mail, kalendarze, arkusze
kalkulacyjne online).

5.6.4. Zarzadzanie i Bezpieczenstwo:

e Mozliwos¢ zarzadzania cyklem zycia aplikacji (ALM) poprzez Srodowiska testowe, deweloperskie i
produkcyjne oraz petne wersjonowanie aplikacji.

e Posiadanie certyfikatu bezpieczenistwa ISO 27001 oraz zgodnos¢ z RODO/GDPR (sktadowanie
danych w EOG).

e Centralny panel administracyjny do monitorowania uzycia aplikacji, zarzadzania zasadami
zapobiegania utracie danych (DLP) i audytowania aktywnosci uzytkownikdw.

5.6.5. Dostepnos¢ i Kompatybilnos¢:

e Mozliwos$¢ uruchamiania aplikacji poprzez przegladarki (Edge, Chrome, Firefox, Safari) oraz

natywne aplikacje mobilne (iOS, Android).

5.7.OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO POWER AUTOMATE PROCESS
Oprogramowanie dostarczane w modelu subskrypcyjnym na uzytkownika musi umozliwia¢ projektowanie,
uruchamianie oraz zarzgdzanie zautomatyzowanymi procesami biznesowymi w organizacji, w szczegdlnosci
procesami przekrojowymi, systemowymi oraz procesami realizowanymi z udziatem uzytkownika lub bez jego
udziatu, spetniajac co najmniej nastepujgce wymagania:
5.7.1. Automatyzacja proceséw biznesowych (Workflow)
e Oprogramowanie musi umozliwiaé projektowanie proceséw biznesowych z wykorzystaniem
graficznego edytora workflow, bez koniecznosci programowania (low-code / no-code).
e Procesy muszg umozliwiac:
o obstuge warunkéw logicznych,

o rownolegte $ciezki przetwarzania,
o obstuge wyjatkdw i bteddw.
e QOprogramowanie musi umozliwia¢ budowe proceséw wieloetapowych, obejmujacych wiele
systemow oraz uzytkownikow.
5.7.2. Integracja z systemami i ustugami
e QOprogramowanie musi zapewniaé mozliwo$¢ integracji z systemami zewnetrznymi oraz
ustugami chmurowymi poprzez:
o gotowe konektory,
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o interfejsy AP,

e QOprogramowanie musi wspiera¢ uwierzytelnianie i autoryzacje integracji w oparciu o otwarte
standardy, w szczegdlnosci OAuth 2.0 oraz OpenlID Connect, a takze integracje z ustuga
katalogowa (np. Active Directory / Entra ID lub réwnowazng).

e Oprogramowanie musi umozliwia¢ bezpieczne przetwarzanie poswiadczen i tokendw
dostepowych, bez koniecznosci ich ujawniania uzytkownikom koicowym.

5.7.3. Automatyzacja procesow systemowych i pulpitowych (RPA)

e Oprogramowanie musi umozliwia¢ automatyzacje proceséw realizowanych w aplikacjach
desktopowych oraz webowych, w tym aplikacjach nieposiadajacych interfejséw API.

e Oprogramowanie musi wspiera¢ automatyzacje:

o aplikacji dziatajacych w systemach Windows,
o aplikacji webowych uruchamianych w przegladarkach internetowych.

e  Procesy automatyzacji muszg umozliwia¢ uruchamianie w trybie uzytkownika zalogowanego lub
bezobstugowo, zgodnie z posiadanymi uprawnieniami

5.7.4. Zarzadzanie, monitorowanie i audyt
e QOprogramowanie musi umozliwia¢ centralne zarzadzanie procesami, w tym:
o nadawanie uprawnien uzytkownikom,
o wersjonowanie procesow,
o publikowanie i wycofywanie proceséw.

e QOprogramowanie musi zapewnia¢ monitorowanie uruchomien proceséw, w tym dostep do
informacji o:

o statusie wykonania,
o czasie realizacji,
o btedach i wyjgtkach.

e Oprogramowanie musi umozliwia¢ generowanie logéw oraz raportéw audytowych dotyczacych
uruchomien procesdéw, zgodnie z zasadami bezpieczenstwa organizacji.

5.7.5. Bezpieczenstwo i zgodnos$¢

e QOprogramowanie musi zapewnia¢ rozdzielenie Srodowisk (np. deweloperskie, testowe,

produkcyjne).

5.8. OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO POWER AUTOMATE PREMIUM
Oprogramowanie dostarczane w modelu subskrypcyjnym na uzytkownika musi umozliwia¢ budowe,
zarzgdzanie i uruchamianie zaawansowanych automatyzacji proceséw, spetniajgc ponizsze wymagania:
5.8.1. Logika i Typy Przeptywoéw:

e Mozliwos¢ projektowania i uruchamiania nieograniczonej liczby automatyzacji (workflow) w
modelu low-code/no-code.

e Wsparcie dla trzech trybdw inicjacji proceséw: na podstawie zdarzenia (trigger), wedtug
harmonogramu (czasowe) oraz wyzwalanych recznie przez uzytkownika.

e Mozliwos$¢ tworzenia i uruchamiania zautomatyzowanych przeptywow pulpitowych (RPA —
Robotic Process Automation) w trybie nadzorowanym (attended), umozliwiajacych
automatyzacje pracy w aplikacjach stacjonarnych (Legacy) poprzez interfejs uzytkownika.

5.8.2. Integracje i tacznos¢:

e Petfnaintegracja z ustugg katalogowa (Active Directory / Entra ID) w zakresie uwierzytelniania
(SS0).

e Bezposrednia integracja z ekosystemem biurowym (poczta e-mail, kalendarze, arkusze
kalkulacyjne online).

e Dostep do petnej biblioteki konektoréw standardowych oraz konektoréw klasy Premium (np. do
baz SQL Server, Oracle, SAP, Salesforce, serwisdw Azure), a takze mozliwos¢ tworzenia whasnych
konektoréw niestandardowych (Custom Connectors).

e Komponent umozliwiajacy bezpieczng integracje danych przetwarzanych w lokalnych bazach
danych i systemach on-premise z workflow dziatajagcym w chmurze (Gateway).

5.8.3. ZarzadzanieiAl:

e Centralny panel administracyjny umozliwiajacy zarzgdzanie przeptywami, wersjonowanie
procesOw oraz monitorowanie statusu realizacji i historii przebiegu automatyzacji w czasie
rzeczywistym.
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e Whbudowane funkcje sztucznej inteligencji (Al Builder) wspomagajgce automatyzacje, np. do
ekstrakcji danych z dokumentow, klasyfikacji tekstu i rozpoznawania obrazéw.
e  Obstuga proceséw zatwierdzania (Approvals) zintegrowanych z systemem pocztowym i
komunikatorem.
5.8.4. Bezpieczenstwo i Standardy:
e Mozliwos¢ definiowania zasad zapobiegania utracie danych (DLP) w celu kontroli, ktdre taczniki
mogg ze sobg wspdtpracowac.
5.8.5. Kompatybilnos¢ i Wsparcie:
e Dostepnos¢ w modelu SaaS (Software as a Service) poprzez przegladarki: Edge, Chrome, Firefox,
Safari w aktualnych wersjach.

5.9.0PIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO DEFENDER ENDPOINT SERVER
Oprogramowanie dostarczane w modelu subskrypcyjnym (per serwer) musi zapewnia¢ zaawansowang
ochrone punktéw koricowych klasy serwerowej przed ztosliwym oprogramowaniem, spetniajgc nastepujace
wymagania:
5.9.1. Zakres wsparcia systemowego:

e Petna kompatybilnos¢ z systemami operacyjnymi klasy serwerowej: Windows Server (od wersji
2012 R2 wzwyz) oraz wybranymi dystrybucjami systemu Linux (w tym m.in. RHEL, Ubuntu,
CentOS, Debian).

e Mozliwos¢ instalacji w Srodowiskach fizycznych, wirtualnych oraz w srodowiskach chmurowych i
hybrydowych.

e  Zarzgdzanie systemem z poziomu centralnej, webowej konsoli administracyjnej dziatajacej w
modelu SaaS, zapewniajgcej widoczno$¢ stanu ochrony serwerow.

5.9.2. Mechanizmy ochrony prewencyjnej:

e Ochrona antywirusowa oparta na analizie behawioralnej, mechanizmach uczenia maszynowego
(Machine Learning) oraz sygnaturach, dziatajgca w czasie rzeczywistym.

e Mechanizmy ograniczania powierzchni ataku dostepne w ramach funkcji ochrony prewencyjnej,
umozliwiajgce blokowanie potencjalnie niebezpiecznych zachowan skryptow (np. PowerShell)
oraz procesdw mogacych prowadzi¢ do naruszenia bezpieczeristwa systemu.

e Ochrona sieciowa (Network Protection) umozliwiajgca blokowanie komunikacji serwera z
adresami IP lub domenami o niskiej reputacji.

e Ochrona przed zagrozeniami typu ransomware poprzez wykrywanie i blokowanie préb
nieautoryzowanego szyfrowania plikéw.

5.9.3. Integracjailogowanie zdarzen:

e  Generowanie alertéw bezpieczenstwa dotyczacych wykrytych zagrozen oraz zdarzen ochronnych.

e Mozliwos$¢ eksportowania alertéw i zdarzen bezpieczeristwa do zewnetrznych systeméw
monitorowania i analizy bezpieczenstwa (SIEM) za pomoca obstugiwanych mechanizméw
integracyjnych, w tym interfejséw API.

e  Wspdtpraca z ustuga katalogowa (np. Active Directory / Entra ID) w zakresie uwierzytelniania
dostepu do konsoli zarzadzajacej.

5.9.4. Bezpieczenstwo i zgodno$¢:

e  Producent oprogramowania musi posiada¢ wdrozony system zarzadzania bezpieczenstwem
informacji zgodny z uznanymi miedzynarodowymi standardami (np. ISO/IEC 27001 lub
rownowaznymi).

e Przetwarzanie danych telemetrycznych i operacyjnych musi odbywac sie zgodnie z
obowigzujgcymi przepisami prawa Unii Europejskiej, w tym RODO.

e  Mozliwos$¢ generowania raportdw dotyczacych stanu zabezpieczen oraz wykrytych zagrozen dla
chronionych serwerow.

5.10. OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO MICROSOFT 365 COPILOT
Za oprogramowanie réwnowazne dla oprogramowania Microsoft 365 Copilot zostanie uznane oprogramowanie
posiadajgce wskazane ponizej funkcjonalnosci poprzez wbudowane mechanizmy, bez uzycia dodatkowych
aplikacji.
5.10.1. Funkcjonalnosci podstawowe sztucznej inteligencji
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e Analiza danych w dokumentach, arkuszach kalkulacyjnych i prezentacjach - system musi
umozliwiac:
automatyczne rozpoznawanie wzorcéw w danych,
analize trenddéw i anomalii w arkuszach kalkulacyjnych,
interpretacje zawartosci dokumentéw tekstowych,
analize struktury i tresci prezentacji.
Automatyczne generowanie tresci oraz sugerowanie modyfikacji struktury i formatowania
obejmujace:
o tworzenie dokumentéw na podstawie promptéw w jezyku naturalnym;
o automatyczne formatowanie zgodnie z najlepszymi praktykami;
o sugerowanie poprawek stylistycznych i jezykowych;
o optymalizacje uktadu tresci dla lepszej czytelnosci.
Automatyczne przygotowywanie raportdw oraz analiz na podstawie dostepnych danych z
mozliwoscia:
o generowania raportow wykonawczych na podstawie danych Zzrédtowych;
o tworzenia podsumowan i wnioskéw z analizowanych danych;
o automatycznego doboru odpowiednich wizualizacji danych;
o generowania rekomendacji biznesowych;
Integracja z narzedziami wspotpracy umozliwiajaca:
o udostepnianie wygenerowanych tresci w ramach zespotow;
o wspodtprace w czasie rzeczywistym z wieloma uzytkownikami;
o synchronizacje z systemami zarzadzania projektami;
o integracje z kalendarzami i systemami planowania.

o
O
O
O

Korzystanie z funkcji wsparcia opartego na sztucznej inteligencji obejmujace:
o asystenta opartego na modelach jezykowych (LLM);

o kontekstowe podpowiedzi i sugestie;

o automatyczne ttumaczenie tresci;

o rozpoznawanie mowy i konwersje na tekst.

Dostosowywanie sugestii i wynikdw analizy do kontekstu oraz historii dziatan uzytkownika poprzez:
o uczenie sie preferencji uzytkownika;

o adaptacje do stylu pracy organizacji;

o personalizacje interfejsu i funkcjonalnosci;

o zapamietywanie wcze$niejszych interakcji.

Mechanizmy ochrony przetwarzanych danych musza zapewniaé:
szyfrowanie danych w spoczynku i podczas transmisji;
zabezpieczenia przed nieautoryzowanym dostepem;

zgodno$¢ z RODO i innymi przepisami o ochronie danych;
audytowanie wszystkich operacji na danych;

kontrole dostepu na poziomie uzytkownika i grupy;

mozliwos¢ klasyfikacji i etykietowania danych wrazliwych.
Automatyczne aktualizacje systemu z zachowaniem:

o ciggtosci dziatania ustugi;

o kompatybilnosci wstecznej;

o powiadamiania o nowych funkcjonalnosciach;

o mozliwosci kontroli procesu aktualizacji przez administratoréw.
Integracja z zewnetrznymi zrédtami danych poprzez:

o standardowe interfejsy APl lub gotowe konektory;

o mozliwos¢ tworzenia niestandardowych integracji;

o wsparcie dla formatéw danych: json, xml, csv, excel;

o potaczenia z bazami danych (SQL Server, Oracle, MySQL).
Dostep do modeli Al obejmujacy:

o modele przetwarzania jezyka naturalnego (NLP);

o modele analizy obrazu i rozpoznawania tresci;

o modele predykcyjne i analityczne;

o mozliwos¢ wykorzystania zaawansowanych modeli jezykowych.

O 0 O 0 O O
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e Tworzenie obrazéw za pomoca Al z funkcjonalno$ciami:
o generowania obrazéw na podstawie opiséw tekstowych;
o edycji i modyfikacji istniejacych obrazéw;
o tworzenia diagramdw i infografik;
o optymalizacji obrazéw pod katem réznych formatéw i rozmiaréw.

5.11. OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO COPILOT STUDIO
Za oprogramowanie réwnowazne dla oprogramowania Copilot Studio zostanie uznane oprogramowanie posiadajace
wskazane ponizej funkcjonalnosci:
5.11.1. Platforma rozwoju agentéw Al:
e Narzedzie low-code do tworzenia i obstugi agentéw - oprogramowanie musi by¢ wydajnym
narzedziem low-code umozliwiajgcym:
o tworzenie agentéw Al bez koniecznosci programowania;
o graficzny interfejs do projektowania przeptywdw konwersacji;
o mozliwos¢ definiowania logiki biznesowej poprzez wizualne elementy;
o szablony i gotowe komponenty do szybkiego rozwoju.
e Agent obstugiwany przez interfejs rozmowy Al oparty na:
o duzych modelach jezykowych;
o dodatkowych Zrédtach wiedzy;
o mozliwosci uczenia sie z interakcji;
o kontekstowym rozumieniu zapytan.
e Wydajne narzedzie Al obstugujace szereg zadan:
o proste odpowiedzi na typowe pytania;
o rozwigzywanie problemdéw wymagajacych skomplikowanych konwersaciji;
o automatyzacje procesow biznesowych;
o integracje z zewnetrznymi systemami.
5.11.2. Wielokanatowo$¢ i dostepnosé:
e Nawigzywanie kontaktu z klientami i pracownikami musi by¢ realizowane:
o w wielu jezykach (minimum polski i angielski);
o zaposrednictwem stron internetowych;
o poprzez aplikacje mobilne;
o poprzez Microsoft Teams;
o poprzez dowolny kanat obstugiwany przez Azure Bot Service lub réwnowazne rozwigzanie.
5.11.3. tatwosc tworzenia i zarzadzania:
e Tworzenie agentow musi by¢:
fatwe i intuicyjne;
bez koniecznosci korzystania z danych deweloperskich;
bez koniecznos$ci pomocy programistow;
dostepne dla uzytkownikéw biznesowych.
5.11.4. Wymagania techniczne i integracyjne:
e  Architektura i skalowalnos¢:
mozliwos$¢ obstugi réwnoczesnych konwersacji;
skalowalnos¢ w zaleznosci od potrzeb organizacji;
dostepnosé ustugi (minimum 99,9%);
mozliwos$¢ pracy w modelu chmurowym.
5.11.5. Integracje systemowe:
e integracja z Microsoft 365 lub réwnowaznymi pakietami biurowymi. Zarzadzanie i
monitorowanie:
5.11.6. Dashboard do monitorowania wydajnosci agentéw:
e analityka konwersacji i statystyki uzytkowania;
e mozliwo$é testowania rdéznych wersji agentow;
e mechanizmy debugowania i rozwigzywania problemdw.
5.11.7. Bezpieczenstwo i zgodnos$¢
o szyfrowanie komunikacji end-to-end;
e kontrola dostepu i uwierzytelnianie uzytkownikéw;

O O O O

O
o
O
O
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e zgodno$¢ z RODO w zakresie przetwarzania danych osobowych;
e mozliwo$é audytowania wszystkich interakgji.

5.12. OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO D365 CONTACT CENTER
Oprogramowanie dostarczane w modelu subskrypcyjnym musi zapewnia¢ chmurowa platforme centrum
kontaktu (Contact Center) , wykorzystujacg mechanizmy sztucznej inteligencji, umozliwiajacq wielokanatowg
obstuge klientéw, automatyzacje proceséw wsparcia oraz zaawansowang analityke operacyjna, spetniajgc co
najmniej nastepujgce wymagania:
5.12.1. Obstuga wielokanatowej komunikacji z klientami

e Zapewnienie obstugi interakcji z klientami za posrednictwem wielu kanatéw komunikacji, w tym
€O najmniej:

o rozmow gtosowych (telefonia),
o poczty elektronicznej,

o czatu tekstowego,

o wiadomosci SMS,

e  Zunifikowany interfejs agenta (jednolity pulpit roboczy), umozliwiajacy jednoczesna obstuge
wielu kanatéw komunikacji w jednym srodowisku pracy, dostepny z poziomu przegladarki
internetowe;j.

e Centralne zarzadzanie historig kontaktdw z klientem, zapewniajgce petny kontekst
wczesdniejszych interakcji niezaleznie od uzytego kanatu komunikacji.

e Mozliwos¢ ptynnego przetaczania interakcji pomiedzy kanatami bez utraty kontekstu
biznesowego oraz danych klienta.

e Mechanizmy zarzgdzania obecnoscig agentow, w tym ustawianie statuséw dostepnosci, z
mozliwoscig synchronizacji z wykorzystywanymi w organizacji systemami komunikacji i
kalendarzami.

5.12.2. Routing, kolejkowanie i dystrybucja interakcji

e Konfigurowalny mechanizm inteligentnego kierowania interakgji (routing), umozliwiajgcy

automatyczny przydziat spraw do agentéw na podstawie:
o kompetencji i umiejetnosci (skill-based routing),
o dostepnosci,
o aktualnego obcigzenia praca,
o regut biznesowych Zamawiajgcego.

e Obstuga kolejek zgtoszen, priorytetyzacji spraw oraz regut eskalacji.

e Mozliwos¢ definiowania i monitorowania poziomdw SLA, czasdw reakcji oraz automatycznego
wykrywania przekroczen.

5.12.3. Funkcjonalno$¢ stanowiska agenta Contact Center
e Jednolite srodowisko pracy agenta umozliwiajgce:
o obstuge wielu interakcji réwnolegle,
o dostep do danych klienta, spraw, historii kontaktow i notatek w czasie rzeczywistym,
o rejestrowanie przebiegu obstugi oraz wynikéw interakgcji.
e  Mechanizmy wspomagajace prace agentdéw, w tym:
o szablony odpowiedzi,
o zintegrowang baze wiedzy,
o podpowiedzi kontekstowe oraz automatyzacje czynnosci powtarzalnych.
e Mozliwos¢ przekazywania interakcji pomiedzy agentami oraz eskalacji do zespotéw
specjalistycznych.
5.12.4. Wsparcie sztucznej inteligencji (Al) i automatyzacji
e Whbudowane mechanizmy wykorzystujgce sztuczng inteligencje do wspierania agentow w czasie
rzeczywistym, w tym:
o generowanie propozycji odpowiedzi na zapytania klientéw,
o automatyczne tworzenie podsumowan rozméw i spraw,
o inteligentne przeszukiwanie bazy wiedzy w oparciu o kontekst rozmowy.
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e Obstuga scenariuszy samoobstugowych (self-service) poprzez integracje z inteligentnymi
agentami konwersacyjnymi, z mozliwoscig ptynnego przekazania rozmowy do agenta wraz z
petnym kontekstem.

5.12.5. Zarzadzanie wiedze i analityka operacyjna
e  Zintegrowany system bazy wiedzy umozliwiajacy:
o tworzenie, wersjonowanie i publikacje artykutéw,
o udostepnianie tresci klientom w kanatach samoobstugowych,
o wykorzystywanie tresci przez agentéw w trakcie obstugi.
e Dostep do pulpitdw menedzerskich prezentujgcych w czasie rzeczywistym kluczowe wskazniki
efektywnosci (KP1), w tym m.in.:
o czas oczekiwania,
o $redni czas obstugi,
o poziom realizacji SLA,
o wskazniki satysfakcji klientéw.

e Mozliwos¢ generowania raportéw historycznych i okresowych, umozliwiajacych analize
trenddéw, obcigzenia zespotéw oraz jakosci obstugi.

e Eksport danych analitycznych do zewnetrznych narzedzi klasy Business Intelligence.

5.12.6. Integracja i rozszerzalno$¢

e Natywna integracja z systemami klasy CRM w zakresie:
o zarzadzania danymi klientéw,
o rejestracji spraw i zgtoszen,
o identyfikacji klienta w momencie kontaktu.

e Mozliwosc¢ integracji z systemami zewnetrznymi poprzez:
o otwarte interfejsy API
o mechanizmy zdarzeniowe (webhook),
o gotowe konektory integracyjne.

e Integracja z narzedziami klasy workflow w celu automatyzacji proceséw biznesowych, w tym
wyzwalania akcji po zakonczeniu interakcji (np. aktualizacja statuséw, wysytka ankiet).

e Mozliwos¢ przesytania logow audytowych i operacyjnych do systeméw klasy SIEM
wykorzystywanych przez Zamawiajgcego.

5.12.7. Bezpieczenstwo, zgodnos$¢ i suwerenno$¢ danych
e Zapewnienie mechanizméw bezpieczenstwa obejmujacych:
o uwierzytelnianie jednokrotne (SSO) oraz wielosktadnikowe (MFA),
o kontrole dostepu opartg o role (RBAC),
o szyfrowanie danych w transmisji i w spoczynku.
e Rejestrowanie i przechowywanie logéw audytowych dotyczacych:
o aktywnosci uzytkownikdw,
o zmian konfiguracyjnych,
o  obstugiinterakcji z klientami.

e  Producent oprogramowania musi posiada¢ wdrozony system zarzadzania bezpieczenstwem
informacji zgodny z uznanymi miedzynarodowymi standardami (np. ISO/IEC 27001 lub
rownowaznymi).

e Przetwarzanie danych telemetrycznych i operacyjnych musi odbywac sie zgodnie z
obowigzujacymi przepisami prawa Unii Europejskiej, w tym RODO.

5.13. OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO SQL SERVER STANDARD CORE
Oprogramowanie musi zapewniac relacyjny system zarzgdzania bazg danych (RDBMS), dostarczany w
modelu licencjonowania opartym o moc obliczeniowg (Core), przeznaczony do pracy w Srodowiskach
produkcyjnych, spetniajgcy co najmniej nastepujgce wymagania minimalne:
5.13.1. Model licencjonowania i skalowalnos¢
e Licencjonowanie oparte na liczbie rdzeni procesora (Core), umozliwiajgce korzystanie z
systemu przez nieograniczona liczbe uzytkownikéw i urzadzen (zaréwno wewnetrznych, jak i
zewnetrznych), bez koniecznosci stosowania dodatkowych licencji dostepowych typu CAL.
e Mozliwos¢ licencjonowania:
o serwerdw fizycznych,
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o maszyn wirtualnych poprzez przypisanie licencji do rdzeni wirtualnych przydzielonych
danej instancji.
e Skalowalnos$¢ rozwigzania umozliwiajaca obstuge co najmniej:
o 24 rdzeni procesora na instancje bazy danych,
o 128 GB pamieci operacyjnej RAM na instancje.
e Mozliwos¢ pracy w Srodowiskach:
o fizycznych,
o wirtualnych,
o chmurowych i hybrydowych.
5.13.2. Funkcjonalno$¢ bazodanowa i wydajnosc
e Petna obstuga relacyjnego modelu danych oraz zapytan SQL zgodnych ze standardem ANSI SQL.
e  Zapewnienie mechanizmodw transakcyjnych spetniajgcych zasady ACID.
e  Obstuga:
o procedur sktadowanych,
o funkcji uzytkownika,
o wyzwalaczy (triggers),
o widokdw iindeksow.
e Mechanizmy optymalizacji zapytan, planowania i réwnolegtego przetwarzania (parallel query
execution) umozliwiajgce efektywne wykorzystanie wielordzeniowych procesoréw.
e Obstuga duzej liczby jednoczesnych potaczen klienckich i wysokich wolumendw danych.
5.13.3. Bezpieczenstwo danych i zarzadzanie tozsamoscia
e Whbudowane mechanizmy ochrony danych obejmujace:
o szyfrowanie danych w spoczynku (Transparent Data Encryption lub réwnowazine),
o szyfrowanie danych w transmisji z wykorzystaniem bezpiecznych protokotéw
kryptograficznych.
e Mechanizmy ochrony danych wrazliwych na poziomie kolumn lub pdl, uniemozliwiajgce dostep
do tresci danych osobom nieuprawnionym, w tym administratorom systemu bazodanowego.
e Integracja z ustugg katalogowg organizacji (np. Active Directory / Entra ID) w zakresie:
o uwierzytelniania uzytkownikdw i aplikacji,
o  zarzadzania rolami i uprawnieniami.
e Rozbudowany system kontroli dostepu na poziomie:
o serwera,
o bazy danych,
o obiektéw bazodanowych.
5.13.4. Wysoka dostepnosc i ciggtos¢ dziatania
e Mechanizmy zapewnienia wysokiej dostepnosci, w tym:
o replikacje danych,
o konfiguracje failover,
o mozliwo$¢ uruchomienia instancji pasywnej na potrzeby odzyskiwania po awarii
(Disaster Recovery).
e Mozliwos¢ wykonywania kopii zapasowych, bez przerywania pracy systemu:
o petnych,
o przyrostowych,
o transakcyjnych,
e Obstuga odtwarzania danych do okreslonego punktu w czasie (point-in-time recovery).
5.13.5. Utrzymanie, aktualizacje i mobilnos¢ licencji
e  Zapewnienie prawa do:
o aktualizacji funkcjonalnych,
o poprawek bezpieczenstwa,
o poprawek stabilnosci przez caty okres obowigzywania umowy utrzymaniowe;j
producenta (Software Assurance lub rozwigzanie rownowazne).
e Prawo do przenoszenia licencji pomiedzy serwerami fizycznymi w ramach infrastruktury
Zamawiajgcego oraz do Srodowisk chmurowych (License Mobility).
e Mozliwos¢ wykorzystania posiadanych licencji w $rodowiskach chmurowych w celu
optymalizacji kosztéw infrastruktury (hybrid licensing).
5.13.6. Narzedzia administracyjne i raportowanie
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Udostepnienie narzedzi administracyjnych umozliwiajgcych:

o konfiguracje instancji bazy danych,

o zarzadzanie uzytkownikami i uprawnieniami,

o projektowanie zapytan SQL,

o monitorowanie wydajnosci w czasie rzeczywistym.
Zintegrowane ustugi raportowe umozliwiajace:

o tworzenie raportéw,

o harmonogramowanie ich generowania,

o dystrybucje raportéw do uzytkownikow.
Mechanizmy automatyzacji kopii zapasowych, w tym:

o kompresje danych,

o weryfikacje integralnosci i spdjnosci kopii.

5.13.7. Audyt, monitoring i zgodnos¢

Wbudowane mechanizmy audytu umozliwiajgce petng rejestrowalnosc:

o dziatan administratorow,

o dostepu do danych,

o zmian konfiguracyjnych.
Mozliwos¢ integracji logéw audytowych i operacyjnych z zewnetrznymi systemami monitoringu
oraz systemami klasy SIEM.
Przetwarzanie danych oraz przechowywanie telemetrii zwigzanej z ustugami wsparcia
technicznego na terenie Europejskiego Obszaru Gospodarczego (EOG) lub w lokalizacjach
zapewniajacych réwnowazny poziom ochrony danych zgodnie z przepisami prawa Unii
Europejskiej.

5.14. OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO WIN SERVER STANDARD CORE
Oprogramowanie musi zapewniac system operacyjny klasy serwerowej, przeznaczony do obstugi
infrastruktury sieciowej oraz aplikacji produkcyjnych, dostarczany w modelu licencjonowania opartym o
moc obliczeniowg (Core), spetniajacy co najmniej nastepujgce wymagania minimalne:

5.14.1.

5.14.2.

5.14.3.

Model licencjonowania i wirtualizacja
Licencjonowanie oparte na liczbie rdzeni procesora (Core), umozliwiajgce precyzyjne przypisanie
licencji do fizycznej lub wirtualnej mocy obliczeniowej serwera.
Prawa do wirtualizacji: licencja musi zapewnia¢ prawo do uruchomienia co najmnie;j:
o dwdoch srodowisk systemu operacyjnego (maszyn wirtualnych) lub
o kontenerdw zizolacjg sprzetowa na jednym w petni zalicencjonowanym serwerze
fizycznym.
Mozliwos¢ pracy systemu w Srodowiskach:
o fizycznych (bare metal),
o wirtualnych,
o chmurowych oraz hybrydowych.
Funkcjonalnos¢ systemowa i role serwerowe
Obstuga infrastruktury serwerowej o duzej skali, umozliwiajgca wykorzystanie zasobdw
sprzetowych, w tym wieloprocesorowych konfiguracji oraz bardzo duzych wolumendw pamieci
operacyjnej.
Wbudowane i zintegrowane role serwerowe, obejmujgce co najmnie;j:
o ustugi katalogowe i kontroler domeny (zgodne z Active Directory lub rGwnowazne),
o ustugi plikdw z obstugg nowoczesnych wersji protokotu SMB,
o serwer DNS, DHCP oraz serwer druku,
o serwer aplikacji webowych.
Obstuga konteneryzacji aplikacji, w tym technologii kontenerowych umozliwiajacych izolacje
Srodowisk aplikacyjnych na poziomie systemu operacyjnego.
Mozliwos¢ instalacji systemu w trybie:
o zpetnym interfejsem graficznym,
o o ograniczonym interfejsie (tryb serwerowy / core / minimal shell).
Bezpieczenstwo i zarzadzanie tozsamoscia
Wbudowane mechanizmy bezpieczenstwa systemu operacyjnego, obejmujgce:
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o ochrone integralnosci jgdra systemu,
o zabezpieczenie poswiadczen uzytkownikéw i administratoréw,
o mechanizmy bezpiecznego rozruchu.
e  Zintegrowane mechanizmy szyfrowania danych:
o w spoczynku (np. szyfrowanie catych wolumendw),
o w transmisji (np. TLS, IPsec).
e Integracja z ustugg katalogowg organizacji (np. Active Directory / Entra ID) w zakresie:
o uwierzytelniania uzytkownikéw i administratoréw,
o centralnego zarzadzania tozsamosciami,
o kontroli dostepu opartej o role (RBAC).
e Obstuga nowoczesnych modeli administracyjnych, w tym:
o administracji o ograniczonym zakresie uprawnien,
o administracji o ograniczonym czasie trwania.
e Mozliwos$¢ izolowania srodowisk wirtualnych w sposdb ograniczajagcy dostep administratoréow
hosta fizycznego do danych maszyn wirtualnych.
5.14.4. Wysoka dostepnosé, skalowalnos¢ i pamieé masowa
e Obstuga mechanizmdw wysokiej dostepnosci, w tym klastrowania serwerdéw (Failover Clustering)
dla krytycznych ustug infrastrukturalnych.
e  Whbudowane funkcje zarzgdzania pamiecia masowa, obejmujace:
o  wirtualne pule pamieci masowej,
o replikacje wolumendw,
o optymalizacje wykorzystania przestrzeni dyskowej (np. deduplikacje danych).
e  Zaawansowane funkcje sieciowe, w tym:
o obstuga sieci definiowanych programowo (SDN),
o mechanizmy réGwnowazenia obcigzenia,
o wirtualne przetgczniki i segmentacje sieci.
5.14.5. Utrzymanie, aktualizacje i mobilnos¢ licencji
e Zapewnienie prawa do pobierania:
o aktualizacji funkcjonalnych,
o poprawek bezpieczenstwa,
o poprawek stabilnosci przez caty okres obowigzywania umowy utrzymaniowe;j
producenta (Software Assurance lub rozwigzanie réwnowazne).
e Prawo do aktualizacji systemu do nowszych wersji wydanych w okresie obowigzywania umowy,
bez dodatkowych kosztéw licencyjnych.
e Mobilnos¢ licencji:
o prawo do przenoszenia licencji pomiedzy serwerami fizycznymi w ramach infrastruktury
Zamawiajgcego,
o mozliwos¢ wykorzystania licencji w Srodowiskach chmurowych i hybrydowych w celu
optymalizacji kosztéw.
e Prawo do instalacji i uzytkowania starszych wersji systemu operacyjnego, zgodnie z polityka
producenta.
5.14.6. Zarzadzanie, automatyzacja i monitoring
e Dostep do narzedzi administracyjnych obejmujacych:
o interfejs graficzny (GUI),
o zaawansowane S$rodowisko wiersza poleced i skryptowe (np. PowerShell lub
rownowazne).
e Mozliwosc¢ scentralizowanego zarzadzania wieloma serwerami z jednej konsoli, w tym:
o monitorowania wydajnosci,
o kontroli stanu systemow,
o zarzadzania konfiguracja.
e Obstuga bezpiecznych potaczen zdalnych na potrzeby administracyjne.
5.14.7. Audyt, zgodnosc i suwerennos¢ danych
e  Rozbudowane mechanizmy logowania i audytu, obejmujgce:
o zdarzenia systemowe,
o zdarzenia bezpieczenstwa,
o dziatania administratoréw.
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5.15.

Mozliwos¢ natywnej integracji z zewnetrznymi systemami klasy SIEM w celu centralnej analizy
zdarzen bezpieczenstwa.

Przetwarzanie danych diagnostycznych oraz przechowywanie telemetrii zwigzanej ze wsparciem
technicznym na terytorium Europejskiego Obszaru Gospodarczego (EOG) lub w lokalizacjach
zapewniajacych réwnowazny poziom ochrony danych zgodnie z przepisami UE.

Zgodnos¢ z uznanymi miedzynarodowymi standardami bezpieczenstwa informacji, w tym
ISO/IEC 27001.

OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA

OPROGRAMOWANIA ROWNOWAZNEGO DO WIN SERVER DATACENTER CORE
Oprogramowanie musi zapewniac system operacyjny klasy serwerowej, przeznaczony do pracy w Srodowiskach
o bardzo wysokim stopniu wirtualizacji, centrach danych oraz infrastrukturze chmury prywatnej i hybrydowej,
dostarczany w modelu licencjonowania opartym o moc obliczeniowg (Core), spetniajgcy co najmniej
nastepujgce wymagania minimalne:

5.15.1.

5.15.2.

5.15.3.

5.15.4.

Model licencjonowania i nielimitowana wirtualizacja

Licencjonowanie oparte na liczbie rdzeni procesora (Core), umozliwiajace precyzyjne przypisanie

licencji do fizycznej mocy obliczeniowej serwera.

Nielimitowane prawa do wirtualizacji: licencja musi zapewniaé prawo do uruchomienia

nieograniczonej liczby:
o maszyn wirtualnych,
o kontenerdw zizolacjg sprzetowa na jednym w petni zalicencjonowanym serwerze
fizycznym.
Mozliwos¢ pracy systemu:
o bezposrednio na sprzecie fizycznym (bare metal),
o jako system goscia,
o wsrodowiskach chmurowych i hybrydowych,
o w architekturach Software-Defined Datacenter (SDDC).
Zaawansowana funkcjonalno$é centrum danych (Software-Defined)
Software-Defined Storage (SDS)
Wbudowane mechanizmy tworzenia skalowalnych i wysokodostepnych magazynéw danych
opartych o lokalne dyski serwerowe, obejmujace:
o agregacje zasobdéw dyskowych,
o odpornos$é¢ na awarie,
o automatyczne réwnowazenie danych.
Replikacja pamieci masowej
Obstuga synchronicznej i asynchronicznej replikacji wolumendw pomiedzy serwerami lub
klastrami w celu realizacji scenariuszy wysokiej dostepnosci i Disaster Recovery, bez ograniczen
wielkosci replikowanych wolumendw.
Software-Defined Networking (SDN)
Zaawansowane funkcje sieciowe obejmujgce:
wirtualne przetgczniki,
segmentacje i izolacje sieci,
wirtualne zapory sieciowe,
programowe réwnowazenie obcigzenia (Load Balancing),
o centralne zarzadzanie ruchem sieciowym.
Wirtualizacja i konteneryzacja
Whbudowany hypervisor umozliwiajgcy:
o dynamiczne przydzielanie zasobdw CPU, RAM, sieci i storage,
o migracje maszyn wirtualnych bez przestoju,
o wysokg gestosc konsolidacji Srodowisk.
Petne wsparcie dla technologii kontenerowych, w tym:
o kontenerdéw systemowych,
o kontenerdw z izolacjg sprzetows,
o integracji z platformami orkiestracji kontenerow.
Bezpieczeristwo

O O O ©
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5.15.5.

5.15.7.

Wbudowane mechanizmy ochrony systemu, obejmujgce:

o ochrone integralnosci jgdra systemu,

o zabezpieczenie poswiadczen uzytkownikéw i administratoréw,

o  bezpieczny rozruch (Secure Boot).

Chronione maszyny wirtualne (Shielded Virtual Machines)

Mozliwos¢ uruchamiania maszyn wirtualnych, ktérych dane i stan sg szyfrowane i chronione
przed nieautoryzowanym dostepem, w tym przed administratorami hosta fizycznego.

Ustugi atestacji hostéw

Wsparcie dla mechanizmdéw weryfikujgcych integralnos¢ i zaufanie hostéw uruchamiajacych
chronione maszyny wirtualne oraz zarzadzajgcych kluczami szyfrujgcymi.

Zintegrowane mechanizmy szyfrowania:

o danych w spoczynku (petne wolumeny),

o danych w transmisji (TLS, IPsec).

Integracja z ustugg katalogowg organizacji (np. Active Directory / Entra ID), obejmujaca:

o uwierzytelnianie jednokrotne (SSO),

o uwierzytelnianie wielosktadnikowe (MFA),

o centralne zarzgdzanie rolami i uprawnieniami (RBAC).

Obstuga nowoczesnych modeli administracyjnych
Wysoka dostepnosc i skalowalnosé
Obstuga zaawansowanych klastréw (Failover Clustering) umozliwiajacych:

o automatyczne przefaczanie ustug,

o realizacje aktualizacji klastra bez przerywania pracy (rolling / cluster-aware updating).
Mozliwos¢ pracy na serwerach o bardzo duzej skali, obejmujgcych konfiguracje wieloprocesorowe
oraz wieloterabajtowe zasoby pamieci RAM.

Mechanizmy ciggtosci dziatania i odzyskiwania po awarii (Disaster Recovery).
Utrzymanie, aktualizacje i mobilnos¢ licencji
Zapewnienie prawa do pobierania aktualizacji funkcjonalnych, poprawek bezpieczerstwa i
stabilnosci przez caty okres obowigzywania umowy utrzymaniowej producenta (Software
Assurance lub rozwigzanie réwnowazne).
Prawo do bezptatnej aktualizacji systemu do nowszych wersji wydanych w trakcie obowigzywania
kontraktu.
Mobilnos¢ licenciji:
o mozliwos¢ przenoszenia licencji pomiedzy serwerami fizycznymi,
o mozliwos¢ wykorzystania licencji w Srodowiskach chmurowych i hybrydowych w celu
optymalizacji kosztéw infrastruktury.
Prawo do instalacji i uzytkowania starszych wersji systemu operacyjnego.
Zarzadzanie, automatyzacja i monitoring
Wielokanatowe zarzgdzanie systemem obejmujgce:

o pelny interfejs graficzny (GUI),

o tryb Core (bez GUI),

o zaawansowane S$rodowiska automatyzacji i skryptowania (np. PowerShell lub

rownowazne).
Mozliwos¢ scentralizowanego zarzadzania duzg liczbg serwerdw i klastrow z jednego punktu
administracyjnego.
Monitorowanie wydajnosci, dostepnosci i bezpieczeristwa systemdéw w czasie rzeczywistym.
Obstuga bezpiecznych potaczen zdalnych do celéw administracyjnych.
Audyt, zgodno$¢ i suwerennos$é danych
Rozbudowane mechanizmy audytu obejmujgce zdarzenia systemowe, bezpieczenstwa oraz
dziatania administratoréw.
Mozliwos¢ natywnej integracji z zewnetrznymi systemami klasy SIEM.
Przetwarzanie danych diagnostycznych oraz przechowywanie telemetrii zwigzanej ze wsparciem
technicznym wytacznie na terytorium Europejskiego Obszaru Gospodarczego (EOG).
Zgodnos¢ z miedzynarodowymi standardami bezpieczenstwa informacji, w szczegdlnosci ISO/IEC
27001.
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5.16.

OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA

OPROGRAMOWANIA ROWNOWAZNEGO DO CIS SUITE DATACENTER CORE

Oprogramowanie musi zapewniaé zintegrowany pakiet infrastrukturalny klasy Datacenter, obejmujacy
serwerowy system operacyjny, platforme do centralnego zarzadzania infrastrukturg IT oraz zaawansowane
ustugi bezpieczenstwa i ochrony srodowisk serwerowych, dostarczany w modelu licencjonowania opartym

o0 moc obliczeniowg (Core), spetniajgcy co najmniej nastepujgce wymagania minimalne:

5.16.1.

5.16.2.

5.16.3.

5.16.4.

Model licencjonowania i nielimitowana wirtualizacja

Licencjonowanie oparte na liczbie rdzeni procesora (Core), umozliwiajgce precyzyjne przypisanie

licencji do fizycznej mocy obliczeniowej serwera.
Zintegrowany model licencyjny — pakiet musi obejmowad:

o licencje na serwerowy system operacyjny klasy Datacenter,

o licencje na platforme do zarzadzania infrastrukturg IT,

o licencje na ustugi bezpieczerstwa serwerdw dla tej samej liczby rdzeni fizycznych.
Nielimitowane prawa do wirtualizacji, obejmujace:

o mozliwos¢ uruchomienia nieograniczonej liczby maszyn wirtualnych,

o mozliwos¢ uruchomienia nieograniczonej liczby konteneréw z izolacjg sprzetowa

na jednym w petni zalicencjonowanym serwerze fizycznym.
Mozliwos¢ pracy systemu:
o bezposrednio na sprzecie fizycznym (bare metal),
o w s$rodowiskach wirtualnych,
o  w architekturach chmurowych i hybrydowych,
o w $rodowiskach Software-Defined Datacenter (SDDC).
Serwerowy system operacyjny klasy Datacenter
System operacyjny klasy serwerowej, obejmujacy:
o zaawansowang wirtualizacje,
o konteneryzacje,
o wysoka dostepnos¢,
o skalowalnos¢.
Wbudowane role i funkcje infrastrukturalne, w tym:
o ustugi katalogowe i kontroler domeny (zgodne z Active Directory lub rGwnowazne),
o serwer plikéw, DNS, DHCP,
o serwer aplikacyjny,
o obstuga nowoczesnych protokotéw sieciowych i pamieci masowej.
Petne wsparcie dla Software-Defined Infrastructure,
Obstuga klastréw wysokiej dostepnosci oraz mechanizmow aktualizacji bez przestoju ustug.
Zintegrowane bezpieczenstwo (Server Security Suite)
Wbudowana i zintegrowana platforma ochrony serweréw zapewniajgca:
o ochrone antymalware nowej generacji,
o analize behawioralng i uczenie maszynowe,
o ochrone przed ransomware,
o kontrole integralnosci systemu.
Funkcjonalnosci klasy EDR/XDR dla serwerdw, obejmujace:
o ciggte monitorowanie zdarzen bezpieczenstwa,
o korelacje incydentéw,
o wykrywanie zaawansowanych zagrozen,
o mozliwos$¢ reagowania na incydenty bezpieczenstwa.
Ochrona tozsamosci i poswiadczen:
o zabezpieczenie kont uprzywilejowanych,
o ochrona przed kradziezg poswiadczen,
o integracja z ustugg katalogowa (Active Directory / Entra ID).
Ochrona srodowisk wirtualnych:
o mozliwo$¢ uruchamiania chronionych maszyn wirtualnych (Shielded VMs),
o szyfrowanie danych maszyn wirtualnych w spoczynku i w uzyciu,
o ochrona przed dostepem administratoréw hosta fizycznego.
Platforma do centralnego zarzadzania infrastrukturg (klasy System Center)
Zintegrowana platforma do kompleksowego zarzgdzania centrum danych, obejmujaca:
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5.16.5.

5.16.6.

5.16.7.

5.17.

o centralne zarzgdzanie maszynami wirtualnymi, hostami i klastrami,
o  obstuge migracji maszyn wirtualnych bez przestoju.
Zaawansowane monitorowanie i operacje:
o monitorowanie stanu, wydajnosci i dostepnosci serwerdw, aplikacji i infrastruktury,
o analiza zdarzen w czasie rzeczywistym.
Ochrona danych:
o zintegrowane mechanizmy tworzenia kopii zapasowych,
o  odzyskiwanie danych dla serwerdw fizycznych i srodowisk wirtualnych.
Automatyzacja i orkiestracja:
o mozliwos$¢ tworzenia zautomatyzowanych przeptywoéw pracy (workflows),
o automatyzacja procesow administracyjnych.
Zarzadzanie konfiguracja:
o wdrazanie systemow operacyjnych,
o dystrybucja aktualizacji,
o monitorowanie zgodnosci konfiguracji (compliance).
Wysoka dostepnos¢, skalowalnos$¢ i odpornosé
Obstuga klastréw wysokiej dostepnosci z automatycznym przetaczaniem ustug (Failover).
Mozliwos¢ pracy na serwerach o bardzo duzej skali, obejmujacych:
o konfiguracje wieloprocesorowe,
o wieloterabajtowg pamie¢ RAM,
o wysokowydajne systemy pamieci masowej.
Mechanizmy Disaster Recovery oraz ciggtosci dziatania infrastruktury.
Utrzymanie, aktualizacje i mobilnos¢ licencji
Prawo do pobierania:
o aktualizacji funkcjonalnych,
o poprawek bezpieczenstwa,
o poprawek stabilnosci przez caty okres obowigzywania umowy utrzymaniowe;j
producenta (Software Assurance lub rozwigzanie rownowazne).
Prawo do bezptatnych aktualizacji do nowszych wersji systemu operacyjnego, narzedzi zarzadzania
oraz komponentéw bezpieczenistwa wydanych w trakcie trwania umowy.
Mobilnos¢ licenciji:
o mozliwos¢ przenoszenia licencji pomiedzy serwerami,
o mozliwos¢ wykorzystania licencji w srodowiskach chmurowych i hybrydowych (Hybrid
Benefit).
Prawo do instalacji i uzytkowania starszych wersji komponentéw pakietu.
Audyt, SIEM i zgodnos¢
Rozbudowane mechanizmy audytu obejmujgce:
o zdarzenia systemowe,
o zdarzenia bezpieczenstwa,
o dziatania administratoréw.
Mozliwos¢ natywnej integracji z systemami klasy SIEM oraz SOC.
Przetwarzanie danych telemetrycznych, diagnostycznych i bezpieczenstwa wytacznie na
terytorium Europejskiego Obszaru Gospodarczego (EOG) lub w lokalizacjach zapewniajgcych
rownowazny poziom ochrony danych.

OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA

OPROGRAMOWANIA ROWNOWAZNEGO DO WIN REMOTE DESKTOP SERVICES CAL
W przypadku zaoferowania oprogramowania réwnowaznego do Win Remote Desktop Services CAL,
oprogramowanie to musi zapewnia¢ co najmniej nastepujace funkcjonalnos$ci oraz cechy techniczne:

5.17.1.

Licencjonowanie i przeznaczenie

Oprogramowanie musi umozliwia¢ udostepnianie pulpitu lub aplikacji uzytkownikom w trybie
zdalnym,

Oprogramowanie musi umozliwia¢ licencjonowanie w modelu réwnowaznym do licencjonowania
per uzytkownik (User CAL),
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5.17.2.

5.17.7.

5.18.

Oprogramowanie musi umozliwia¢ jednoczesng prace wielu uzytkownikéw w ramach sesji
zdalnych.
Dostep do Srodowiska serwerowego

Oprogramowanie musi umozliwiaé zestawianie graficznych sesji zdalnych,
Oprogramowanie musi umozliwia¢ publikowanie pojedynczych aplikacji dla uzytkownikéw
(remote application publishing) lub rozwigzanie réwnowazne,
Oprogramowanie musi umozliwia¢ przekierowanie lokalnych zasobéw uzytkownika,

Protokoét zdalnego dostepu
Oprogramowanie musi wykorzystywac protokét graficznego dostepu zdalnego umozliwiajacy
prace w Srodowiskach LAN i WAN,

Protokdt musi zapewniaé szyfrowanie transmisji danych co najmniej z wykorzystaniem TLS 1.2 lub
nowszego, SSH lub rozwigzania réwnowaznego,
Oprogramowanie musi wspiera¢ mechanizmy uwierzytelniania z wykorzystaniem ustug
katalogowych (LDAP, Kerberos ).

Integracja katalogowa i zarzadzanie
Oprogramowanie musi umozliwiac integracje z ustuga katalogowg opartg o Active Directory lub
rozwigzanie réwnowazne,
Oprogramowanie musi umozliwiaé centralne zarzadzanie uzytkownikami i dostepami,
Oprogramowanie musi umozliwia¢ stosowanie centralnych polityk bezpieczerstwa (Group Policies
lub rozwigzanie réwnowazne),

Oprogramowanie musi wspiera¢ mechanizm jednokrotnego logowania (SSO) lub rozwigzanie
réwnowazne.

Zarzadzanie sesjami uzytkownikow

Oprogramowanie musi umozliwia¢ monitorowanie aktywnosci uzytkownikdw,
Oprogramowanie musi umozliwia¢ przetgczanie, blokowanie, odtgczanie oraz koniczenie sesji
zdalnych uzytkownikdw,

Oprogramowanie musi umozliwia¢ wznawianie przerwanych sesji (mechanizm reconnect).
Wymagania bezpieczeristwa

Oprogramowanie musi umozliwia¢ stosowanie wielosktadnikowego uwierzytelniania
uzytkownikow (MFA) lub zapewnia¢ mozliwos¢ jego integracji,

Oprogramowanie musi wspiera¢ infrastrukture klucza publicznego (PKI),

Oprogramowanie musi umozliwiac rejestrowanie zdarzen dotyczacych logowania i aktywnosci
sesji uzytkownikow,

Oprogramowanie musi wspieraé¢ mozliwos¢ realizacji potaczen poprzez brame posredniczaca
(gateway) lub rozwigzanie réwnowazne.

Wymagania srodowiskowe
Oprogramowanie musi umozliwia¢ dostep uzytkownikdw korzystajgcych z systeméw Windows,
Linux lub macQSs,
Oprogramowanie musi umozliwia¢ dostep za posrednictwem klienta natywnego oraz klienta
webowego (HTML5),
Oprogramowanie musi obstugiwaé protokoty IPv4 oraz IPv6.

OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA

OPROGRAMOWANIA ROWNOWAZNEGO DO VISUAL STUDIO ENT
W przypadku zaoferowania oprogramowania réwnowaznego, oprogramowanie to musi zapewnia¢ co najmniej
nastepujgce wymagane funkcjonalnosci i cechy techniczne:

5.18.1.

5.18.2.

Przeznaczenie i zakres funkcjonalny

Oprogramowanie musi stanowi¢ srodowisko programistyczne typu IDE przeznaczone do
projektowania, tworzenia, kompilowania, debugowania i testowania aplikacji,

Oprogramowanie musi umozliwia¢ prace z kodem Zzrédtowym w wielu jezykach programowania,
Oprogramowanie musi wspieraé tworzenie aplikacji dziatajgcych w sSrodowiskach desktopowych,
serwerowych, webowych oraz mobilnych.

Jezyki programowania

Oprogramowanie musi umozliwia¢ prace co najmniej z nastepujacymi jezykami lub ich
odpowiednikami:
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c#
C++
JavaScript/TypeScript
Python
jezyki bazujgce na .NET lub réwnowaznych platformach
e Oprogramowanie musi posiada¢ mechanizmy rozszerzern umozliwiajgce obstuge dodatkowych
jezykdéw programowania.
5.18.3. Kompilacja i debugowanie
e  Oprogramowanie musi umozliwia¢ kompilacje projektdw oraz ich uruchamianie lokalnie.
e  QOprogramowanie musi posiada¢ debugger z mozliwoscia:
o wykonywania krokowego ( step-by-step )
o ustawiania putapek ( breakpoints),
o inspekcji zmiennych,
o inspekgji stosu,
o analizy pamieci lub zapewnia¢ funkcjonalnosci réwnowazne.
5.18.4. Zarzadzanie projektamii wersjonowanie
e Oprogramowanie musi umozliwia¢ integracje z co najmniej jednym systemem kontroli wersji
kodu zZrédtowego (np. Git, SVN lub réwnowaznym),
e Oprogramowanie musi wspiera¢ prace lokalna oraz w trybie zdalnego repozytorium.
5.18.5. Tworzenie aplikacji webowych
e Oprogramowanie musi wspiera¢ frameworki do tworzenia aplikacji webowych lub ich
odpowiedniki,
e Oprogramowanie musi wspiera¢ standardowe technologie webowe, w tym HTML, CSS oraz
JavaScript.
5.18.6. Tworzenie aplikacji serwerowych
e  Oprogramowanie musi umozliwia¢ tworzenie aplikacji serwerowych z uzyciem frameworkdéw
serwerowych,
e Oprogramowanie musi umozliwia¢ integracje z bazami danych przy uzyciu narzedzi
programistycznych.

O 0 0 OO

5.18.7. Integracja z bazami danych
e Oprogramowanie musi umozliwiac:
o projektowanie i przegladanie schematéw baz danych,
o wykonywanie zapytan,
o debugowanie zapytan,
o integracje aplikacji z bazg danych, dla baz SQL lub réwnowaznych.
5.18.8. Testowanie
e  Oprogramowanie musi wspiera¢ mechanizmy testéw jednostkowych,
e  Oprogramowanie musi umozliwia¢ integracje z frameworkami testowymi,
e  Oprogramowanie musi umozliwia¢ raportowanie wynikow testéw.
5.18.9. Wymagania licencyjne (réwnowazne do MSDN)
e QOprogramowanie rownowazne musi zapewniaé:
o dostep do bibliotek, pakietéw SDK, frameworks oraz narzedzi deweloperskich
niezbednych do budowy oprogramowania,
o mozliwos$¢ uruchamiania srodowisk testowych i deweloperskich bez dodatkowych optat
licencyjnych,
o mozliwos¢ pobierania i instalowania komponentdéw i aktualizacji zwigzanych ze
Srodowiskiem programistycznym
5.19. OPIS WYMAGANYCH MINIMALNYCH FUNKCJONALNOSCI W PRZYPADKU ZAOFEROWANIA
OPROGRAMOWANIA ROWNOWAZNEGO DO VISUAL STUDIO PRO
W przypadku zaoferowania oprogramowania rownowaznego do Visual Studio Professional, oprogramowanie
to musi zapewniaé co najmniej nastepujace minimalne funkcjonalnosci oraz cechy techniczne:
5.19.1. Przeznaczenie i zakres zastosowan
e Oprogramowanie musi stanowi¢ zintegrowane srodowisko programistyczne (IDE),
e Oprogramowanie musi umozliwia¢ tworzenie, edycje, kompilacje i debugowanie aplikacji,
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e Oprogramowanie musi umozliwia¢ tworzenie aplikacji dziatajgcych w srodowiskach
desktopowych, webowych oraz serwerowych.
5.19.2. Wspierane jezyki programowania
e Oprogramowanie musi zapewniac obstuge pracy w co najmniej nastepujgcych jezykach:

o]

0O 0 0O

C#

C++
JavaScript/TypeScript
Python

jezyki platformowe .NET

e Oprogramowanie musi umozliwiac rozszerzenie obstugi jezykdw poprzez moduty/rozszerzenia.
5.19.3. Kompilacja i debugowanie

e QOprogramowanie musi zapewnia¢ kompilacje projektow lokalnych,

e Mechanizmy debugowania, w tym co najmniej:

o

O O O ©

wykonywanie krokowe ( step-by-step),
ustawianie punktow przerwan (breakpoints),
podglad zmiennych,

podglad stosu wywotan,

inspekcje pamieci, lub rozwigzanie réwnowazne.

5.19.4. Integracja z systemami kontroli wersji
e Oprogramowanie musi wspieraé:

O
O

integracje z systemami kontroli wersji takimi jak Git, SVN lub réwnowaznymi,
mozliwos$¢ pracy z repozytoriami lokalnymi i zdalnymi.

5.19.5. Tworzenie aplikacji webowych
e  QOprogramowanie musi zapewniac:

O
O

obstuge standardowych technologii webowych (HTML, CSS, JavaScript),
mozliwos$¢ korzystania z frameworkéw webowych.

5.19.6. Integracja z bazami danych
e Oprogramowanie musi umozliwiac:

O
O
O

podtaczanie sie do baz danych,
wykonywanie zapytan,
podglad struktury baz danych.

5.19.7. Testowanie oprogramowania
e QOprogramowanie musi wspierac:

O
O
O

definiowanie testow jednostkowych,
wspétprace z frameworkami testowymi,
raportowanie wynikéw testow.

5.19.8. Komponenty i zasoby dodatkowe (réwnowazne do MSDN)
e Oprogramowanie musi zapewnia¢ co najmniej:

O
O
O

o

dostep do dokumentacji technicznej,

dostep do bibliotek, SDK lub API niezbednych do tworzenia aplikacji,
mozliwos$¢ tworzenia Srodowisk deweloperskich bez koniecznosci ponoszenia
dodatkowych optat licencyjnych,

mozliwos$¢ pobierania aktualizacji technicznych.

Szkolenia dla administratoréw i uzytkownikow

W przypadku zaoferowania rozwigzania réwnowaznego Zamawiajgcy wymaga przeprowadzenia szkolenia
dla administratordéw, a takze uzytkownikéw systemu (do 300 uzytkownikédw systemu, maksymalnie dla
ilosci uzytkownikéw réwnej ilosci zamawianych licencji dla danego rozwigzania, koricowa liczbe
uczestnikéw szkolenia Zamawiajacy okresli po wdrozeniu rozwigzania ).

6.1.1. Zamawiajgcy wymaga od Wykonawcy przeprowadzenia szkolenia dla:

6.1.2. trzech administratoréw przed wdrozeniem/po wdrozeniu (termin ustalony przez Zamawiajgcego)
W wymiarze co najmniej 8 godzin;

6.1.3. Dla uzytkownikéw systemu po zakorczeniu wdrozenia w wymiarze co najmniej 8 godzin, z
kazdego zaoferowanego rozwigzania.
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6.1.4. Wykonawca, po przeprowadzeniu szkolen przekaze Zamawiajagcemu dokumentacje techniczng,
uzytkownika oraz dokumentacje administracyjna.

6.1.5. Szkolenia przeprowadzone zostang w terminie ustalonym z Zamawiajgcym w formule
stacjonarnej dla administratoréw oraz zdalnej dla uzytkownikéw systemu.

6.1.6. Szkolenie dla administratoréw musi sktadac sie z dwdch czesci: teoretycznej oraz praktycznej z
zakresu: architektury, podejscia do wdrozenia, kwestii utrzymania systemu.

6.1.7. Tematy szkolen bedg przedstawione Zamawiajgcemu przed ich realizacjg w celu ich uzgodnienia z
Zamawiajacym i akceptacji Zamawiajgcego.

Pozostate zasady realizacji niniejszego zamodwienia okreslone zostaty w rozdziale | SWZ — Istotne postanowienia

umowy.
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